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0. Document Information

0.1 Document Purpose


This document proposes amendments to the Uniform Trial Court Rules (UTCRs), including a new chapter 22, setting out remote electronic access rules for the Oregon Judicial Department (OJD) eCourt system for circuit courts.  The UTCR packet originally was Part 2 of 7, of the Oregon eCourt Law and Policy Recommendations packet that was submitted in December 2010 through April 2011, as part of the Statement of Work planning for the OJD single-solution provider.  The draft UTCR chapter 22 since has been updated to incorporate additional recommendations from Parts 3, 5, 6, and 7, and to include additional background information for the UTCR Committee and the joint Oregon Judicial Department-Oregon State Bar eCourt Task Force.  Also, this document incorporates much discussion from Parts 1, 3, 5, and 6 of the original recommendations, to provide background and context for the reader.
0.2 Revision History 
	Revision
	Date
	Author
	Comments

	0.1
	5/19/09
	Jim Nass
	Created document as proposed new UTCR 2.112 

	1.0
	06/08/09
	Jim Nass
	Limited distribution for comment 

	1.1
	6/22/09
	Jim Nass
	Revised as new UTCR chapter 22

	1.2
	6/24/09
	Jim Nass
	Revisions

	1.3
	7/24/09
	Jim Nass
	Revisions

	2.0
	8/3/09
	Jim Nass
	Approved by R-S Group for limited distribution for comment

	3.0
	8/25/09
	Jim Nass
	Substantial revisions; approved by R-S Group

	3.1
	10/19/09
	Jim Nass
	Further revisions, includes proposed amendments to other UTCR and proposed forms

	3.2
	2/16/10
	Jim Nass
	Further revisions arising from workgroup review in light of direction from eCourt leadership

	3.3
	11/23/10
	Jim Nass
	Further revisions arising from workgroup review

	3.4
	12/15/10
	Jim Nass
	Further revisions arising from workgroup review

	3.5
	12/21-23/10
	Lisa Norris-Lampe
	Further revisions arising from workgroup review

	4.1
	12/28/10
	Carl Neal
	Formatting (note:  no  4.0 version)

	4.2
	12/30/10
	Lisa Norris-Lampe
	Final formatting

	4.3
	12/30/10
	Lisa Norris-Lampe
	Final submitted version, for Single-Solution Provider Statement of Work

	5.0
(But See Below)
	9/2/11
	Lisa Norris-Lampe
	Updated draft version for UTCR Committee and OJD-OSB eCourt Task Force (placeholder info from earlier Parts 3, 5, 6, and 7 included; new amendment to ch 21 included; other minor edits)

	1.0
	9/2/11
	Lisa Norris-Lampe 
	New name assigned, due to inclusion of extensive preliminary material:  lpwg_recs-updated-utcr-amendments-ch22-draft-utcrctee-taskforce_v1.0_jn-lnl_2011-09-02

	1.1
	9/2/11
	Lisa Norris-Lampe
	Minor edits in ch 22 re: contempt cases related to another case.

	1.2
	9/12/11
	Lisa Norris-Lampe
	Two typo corrections (from track-changes); edit to introduction; update to membership list; edit to UTCR 1.110 (correction re: court notices-p 44); edits to UTCR ch 22 re: returns of service, set-asides (resulting from 9/7/11 LPWG meeting, fn 12, p 23, pp 86, 108-09)

	1.3
	9/16/11
	Lisa Norris-Lampe 
	Edit to “secure case” definition (p15); addition of address (criminal only) to 22.040 (p 86), add’l set-aside footnote from LPWG (p 110)


0.3
Related Documents  
	Document
	Location

	Law and Policy Work Group Recommendations
(Part 1) -- Summary 
	lpwg_recs- final-part1-summary _v1.0_ lnl_2010-12-30.doc, located in ETSD projects documentation drive

	Law and Policy Work Group Recommendations 

(Part 2) -- Proposed UTCR Amendments
(Earlier Version of This Document)
	lpwg_recs-final-part2-utcr-amendments-utcr-ch22-draft_v4.3_jn-lnl_2010-12-30.doc, located in ETSD projects documentation drive

	Law and Policy Work Group Recommendations
(Part 3) -- Approved LPWG Group Recommendations
	lpwg_recs- final-part3-small-group-recs_v1.0_ lnl_2010-12-30.doc, located in ETSD projects documentation drive

	Law and Policy Work Group Recommendations
(Part 4) -- Approved Chief Justice Order on Digital Court Records
	lpwg_recs- final-part4-cjo-digital-records_v1.0_ lnl_2010-12-30.doc, located in ETSD projects documentation drive

	Law and Policy Work Group Recommendations 

(Part 5) -- Approved LPWG Small Group Recommendations, Juvenile Update
	lpwg_recs-final-part5-small-group-recs-juvenile-update_v1.0_lnl_2011-03-03.doc, located in ETSD projects documentation drive

(previously submitted file name:  lpwg_recs-part5-small-group-recs-juenile-update_v1.0_lnl_2011-02-18.doc, located in ETSD projects documentation drive)

	Law and Policy Work Group Recommendations 

(Part 6) -- Approved LPWG Small Group Recommendations, Contempt
	lpwg_recs-final-part6-small-group-recs-contempt_v1.0_lnl_2011-03-03.doc, located in ETSD projects documentation drive



	Law and Policy Work Group Recommendations 

(Part 7) -- Proposed UTCR Amendments, Update to UTCR 22.060
	lpwg_recs-final-part7-utcr-amendments-utcr22060-update _v1.0_lnl_2011-04-06.doc, located in ETSD projects documentation drive



	Law and Policy Work Group Recommendations -- Governance Presentation and Attachment
	lpwg_final-recs-governance_v1.0_lnl_2011-09-08

lpwg_final-recs-governance-attachment_v1.0_lnl_2011-09-08


1. Law and Policy Work Group, Background

1.1 Charge

The Oregon Judicial Department (OJD) eCourt Law and Policy Work Group (LPWG) has been in place for several years, including earlier iterations as the Policy Law and Standards Committee (PLSC) and the Law and Policy Committee (LPC).  Its charge, based on its 2008 charter, is summarized as follows:


●
Identify and recommend law and policy positions and changes necessary to support an electronic court environment; and


●
Under eCourt governance structure direction, identify court business processes that can be standardized to support an electronic court environment and facilitate its adoption.  


Since August 2009, the LPWG has reported to the Oregon eCourt Implementation Committee (OEIC) on implementation issues and to the Oregon eCourt Steering Committee (OESC) on policy issues; within a recently revised eCourt governance structure, the LPWG now reports on all eCourt issues to the OESC.  The LPWG also refers recommendations to the Uniform Trial Court Rule (UTCR) Committee and to the State Court Administrator.


In April 2008, the then-existing Enterprise Content Management project issued a request to the PLSC (a former iteration of the LPWG), stating the need for enterprise-wide business standards that clearly defined confidential information and sensitive information in case documents, and that set forth rules surrounding the redaction or other protection of sensitive information.  The collective LPWG Recommendations materials submitted to the eCourt Program in December 2010 (supplemented in February through April 2011) responded to that request and to the further request of the eCourt Program Director for recommendations related to the single-solution provider Statement of Work.


Throughout its work, the LPWG has been mindful of the eCourt vision:  “Oregon eCourt will give courts and judges the tools they need to provide just, prompt, and safe resolution of civil disputes, to improve public safety and the quality of life in our communities; and to improve the lives of children and families in crisis.”  As explained in greater detail later in this document, the LPWG has worked to facilitate achievement of the eCourt vision by balancing competing policy choices that relate to the broad public availability of court files in an electronic court environment:


●
Providing broad access to case information and court documents, thereby broadening access to justice for all Oregonians and improving judicial decision-making by expanding access to case file materials by case and judicial process participants; while, at the same time,


●
Preventing the unauthorized or inappropriate disclosure of certain personal identifying information or other private information, to protect case participants against the risk of identity theft, financial fraud, and physical crime, and to otherwise prevent the unnecessarily broad disclosure of certain private or personal information when a persuasive, articulable reason justifies doing so, in the public interest.

1.2 Membership

The current LPWG membership is as follows (note that some new members have joined the LPWG since December 2010, when the LPWG approved the Proposed UTCR Amendments contained in this document):
	Members
	Interested Persons

	Chair:

Lisa Norris-Lampe, Staff Attorney, Supreme Court
Judges:

Honorable Claudia Burton, Marion County 

Honorable John Wittmayer, Multnomah County

Honorable Cindee Matyas, Clatsop County
Trial Court Administrators:
Doug Bray, Multnomah County

Liz Rambo, Lane County

Mari Miller/Debbie Slagle Clackamas County

Pamela Barton, Malheur County
Phillip McCollister, Yamhill County

Val Paulson, Klamath County

Roy Blaine, Umatilla County

Court Operations Managers:

Andy Sells, Washington County

OSCA:

Jim Nass, Appellate Commissioner, App Ct Svc

Nori Cross, Special Counsel, OSCA

Rocco Lieuallen, Paralegal, Oregon Tax Court 

Samuel M. Taylor, Information Security Officer, ETSD

Holly C. Rudolph, Judicial Forms Coordinator, ETSD

State Family Law Advisory Committee:

Robin Selig, Oregon Law Center 

Oregon State Bar:

Mark Comstock, Attorney at Law, Salem

Oregon Department of Justice:

Fred Boss, Civil Enforcement Division

Vanessa Nordyke, Assistant Attorney General

Staff:

Carl Neal, Management Assistant, ETSD


	Judges:

Honorable Maureen McKnight, Multnomah County

OSCA:

Kingsley Click, State Court Administrator

Brenda Wilson, Court Records and Procedure Analyst

Bruce Miller, Senior Staff Counsel

Cathryn Bowie, ESL Librarian, Law Library

Dave Factor, Counsel for Communication & Outreach, OETO

David Moon, Director, BFSD

James Comstock, Business Projects Manager, BFSD

Karen Hightower, Deputy Legal Counsel, LCD

Kimberly Dailey, Criminal Law Analyst

Leola McKenzie, Programs Director

Mary Olson, Technology Communications Mgr, OETO

Liza Webb, OCM Trainer, OETO

Trial Court Administrators:
Ed Jones, TCA, Coos County

Enterprise Technology Services Division (ETSD):

Bryant Baehr, Acting Division Director

Scott Smith, eCourt Program Manager

Jim Conlin, Deputy Director 

Sheryl Morrison, Project Office Manager

Bernice Todd, Project Manager

Diane Swint, Project Manager

Heather Myers-Falk, Project Manager

James Wollenweber, Project Manager

Gene Berg, eCourt Configuration Manager

Greg Byler, Project Management Analyst

Anthony Cranford, Business Analyst

Jeanette Schehen, Business Analyst

Julie Traverse, Business Analyst

Kathy Nicol, Business Analyst

Oregon Child Support Program:

Jean Fogarty, Director

Legislative Fiscal Office:

Bob Cummings, Principal Legislative (IT) Analyst

John Borden, Senior Legislative Analyst

Consultants:

Glenn Newkirk, President, Info SENTRY Services, Inc

Helen Sims, Info SENTRY Services, Inc

Michele Lynch, Info SENTRY Services, Inc


The LPWG Chair sincerely thanks all members and interested persons on the LPWG, and all its subgroups and groups, for their tireless work on this project.  Former members and staff who also should be recognized for their contributions to the LPWG and its earlier iterations include the Honorable Daniel Murphy, Linn County; retired Trial Court Administrator Nancy Lamvik, Lincoln County; former ETSD Project Manager Kevin Bassett; Supreme Court Management Assistant Jennifer McQuain; Juvenile Court Programs Director, Leola McKenzie; former Court Programs and Services Division Director Alex Aikman; and former Court Programs and Services Division staff Brian De Marco, Erinn Ruff, Marjorie Fernando, and Maria Hinton.
1.3 Structure and Process 
In 2007, the earlier iteration of the LPWG undertook preliminary organizational work, which included the formation of a Confidentiality Workgroup, later named as the Confidential Information Subgroup (CISG), in September 2007.  The Confidentiality Workgroup engaged in significant foundational discussion and preliminary research of other state court practices, and the group approved a series of general recommendations delivered to the OJD Technology Committee in November 2007, which ultimately provided a foundational basis for later work on a draft Uniform Trial Court Rule (now proposed chapter 22).  Some of the LPWG work, including the Confidentiality Work Group, was placed on hiatus for much of 2008.

The Confidentiality Work Group was reconstituted in early 2009.  In May and June 2009, the group formed several working groups to serve the following purposes:  (1) draft a new UTCR setting out rules relating to remote electronic access to case documents
; and (2) make recommendations based on case type, on a more granular level, regarding remote electronic access to documents and other electronic court implications in those case types (groups were created at that time for UTCR drafting and for civil and criminal case types).  

The following groups ultimately were created as part of the CISG or as part of the full LPWG (membership of the groups is set out in the next section):

●
Redaction-Segregation Group (UTCR drafting group)
●
Civil Group
●
Criminal Group
●
Domestic Relations Group
●
Juvenile Group
●
Juvenile “Social File” Group
●
Probate Group
●
Tax Group
●
Contempt Group

●
OJIN Group (addressing current Oregon Judicial Information Network (OJIN)-related issues and future case management  issues)
●
Certification group (drafted Chief Justice Order, later approved by eCourt governance groups and signed by the Chief Justice in March 2010, regarding verification/certification/electronic transmission of digital court records)

Between May 2009 and October 2010, all but two of those groups met regularly and drafted and approved their recommendations as charged.  Two of the groups -- the Juvenile Social File Group and the Contempt Group -- began meeting in October 2010 and February 2011, respectively, and completed their work in March 2011.

In August 2009, the eCourt governance structure approved a preliminary distribution of several Law and Policy materials, including the extant version of draft UTCR chapter 22, to the Oregon State Bar (through the joint OJD-OSB eCourt Task Force), Presiding Judges, and Trial Court Administrators.  In the fall of 2009, the LPWG Chair obtained general feedback from the eCourt governance structure as to the policy direction of the remote electronic access recommendations.  In the view of the governance structure (at the time comprised of the OEIC, the OESC, and the Program Sponsors), any difference between “over-the-counter” access to court documents at a courthouse and “remote electronic access” through a registered user/subscription service must be minimal and must be justified as follows:  (1) to protect against identity theft, financial fraud, and potential physical harm; and (2) otherwise, based on only an “articulable, persuasive justification” for limiting remote electronic access to an otherwise “public” court document.

Also, from September 2009 through March 2010, while the LPWG work continued, the LPWG Chair and other members of the LPWG attended meetings of the OJD-OSB eCourt Task Force and the Oregon Bar-Press Broadcasters Council, to review the draft rule with those groups and to receive practical input and feedback.  The Task Force worked through the August 2009 version of draft UTCR chapter 22 and collected comments from section members,
 and the Bar-Press Broadcasters Council also offered feedback at two meetings.  The overall Bar feedback was collected in a First Interim Report that the Task Force submitted to the Bar’s Board of Governors in April 2010; the report thereafter was delivered to the Chief Justice.  The updated draft UTCR chapter 22 incorporates many suggestions offered through that Task Force review process.
Between August 2009 and December 2010, the LPWG approved all pending group recommendations (as amended in some instances), as well as the draft UTCR chapter 22.  The collective recommendations were submitted in four parts to the eCourt Program Director on December 30, 2010, for purposes of review and incorporation into the eCourt Program Statement of Work with its new single-solution provider for the trial courts and Tax Court, Tyler Technologies.  The LPWG in February and March 2011 also approved supplemental recommendations from the Juvenile File Social Group and the Contempt Group, and also one amendment to draft UTCR chapter 22, which again were submitted to the Program Director (three additional parts, seven parts in all).
The draft UTCR chapter 22 set out in this document has been updated since the December 2010 submission to include specific recommendations from the “substantive law,” case-type groups that relate to new proposed chapter 22 (the December 2010 version of proposed chapter 22 contained a number of “placeholders” for those recommendations).  The draft also has been updated to include the amended provision submitted as Part 7 of the initial recommendations.
2. Remote Electronic Access Recommendations -- Process
2.1 Redaction-Segregation Group 
As noted, the Redaction-Segregation Group was charged with drafting a Uniform Trial Court Rule (UTCR) -- chapter 22 -- to govern remote electronic access to case information and court documents in a future electronic court environment.  The group met 13 times between May and August 2009 to prepare a draft rule, which, as noted, was circulated to the OJD-OSB eCourt Task Force (and to Bar sections through the Task Force), the Bar-Press Broadcasters Council, Presiding Judges, and Trial Court Administrators for feedback in August 2009.  The group reconvened in October 2009 to review and revise the draft rule, meeting six more times through January 2010. The group went on hiatus during the short 2010 legislative session and then reconvened in May 2010 to again review and revise the rule, including consideration of the Task Force feedback, meeting 11 more times through November 2010.  
The Redaction-Segregation group ultimately produced a “Proposed UTCR Amendments” packet approved by the LPWG, with minor amendments, on December 14, 2010 and submitted to the eCourt Program on December 30, 2010 (updated here, as noted).  Among other minor conforming amendments to existing UTCRs (in chapters 1, 3, and 21), the UTCR packet contains the following:  (1) a new version of existing UTCR 2.100, concerning segregation of “protected personal information” in new filings; (2) a new version of existing UTCR 2.110, concerning redaction/segregation of “protected personal information” in pre-existing filings; and (3) a new draft UTCR chapter 22.  
The membership of the Redaction-Segregation Group is as follows:
	Chair

	Jim Nass
	Appellate Commissioner, Appellate Court Services

	Members

	Brenda Wilson
	Court Records and Procedure Analyst, OSCA

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court; Chair, Law and Policy Work Group

	Mark Comstock
	Attorney at Law, Salem

	Nori Cross
	Special Counsel, OSCA

	Rebecca Orf
	Juvenile Court Programs, OSCA (retired December 2010)

	Robin Selig
	SFLAC Committee Representative

	Samuel Taylor
	Information Security Officer, ETSD

	Staff

	Carl Neal
	Management Assistant, ETSD

	Interested Persons

	Dave Factor
	Counsel for Communication & Outreach, OETO

	Bruce Miller
	Senior Staff Counsel, Executive Services, UTCR Ctee Counsel

	David Moon
	Director, Business & Fiscal Services Division

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.2 Substantive Law Groups
As noted above, the LPWG recommendations packet included recommendations from several “substantive law” groups that reviewed statutes and considered policies regarding document access in various case types.  Each group included a mix of trial court judges, OJD staff, and practicing attorneys (with additional members in the Juvenile Social File Group).  Each group met several times and drafted recommendations that were presented to the LPWG and subsequently approved, often as amended.  

In the December 2010 version of draft UTCR chapter 22, the substantive law group recommendations that related to remote electronic access to case documents were set out largely as “placeholders.”  The updated version set out in this document incorporates those recommendations.  A summary of the work of each substantive law group is set out later in this document.

3. Remote Electronic Access, Background Discussion
3.1 Introduction
The goals of the draft UTCR chapter 22 can be summarized broadly as follows: (1) establish a logical connection between the new remote electronic access rules and existing rules for segregating or redacting “protected personal information” over the counter; (2) ensure that documents that are subject to restricted access at the counter are subject to identical restrictions through remote electronic access; (3) adopt rules to protect personal information and certain other case file information from unnecessarily broad disclosure through remote electronic access -- most particularly, certain information, the broad disclosure of which may subject a person to the risk of identity theft, financial fraud, or physical harm. 

On the whole, the LPWG acknowledges that more simplistic approaches to remote electronic access may exist, such as (1) broadly making available to all registered system users via remote electronic access all documents that are available at the counter in the courthouse, in their current form; or, conversely (2) making less information available as part of the public file in a court case (either by requiring outright redaction of certain identifying information from court documents, such that that information is never submitted to the court -- and therefore not part of the case -- or by otherwise treating more information as “confidential” and not subject to any public view).  
For an Oregon statewide eCourt system, however, the LPWG concluded that neither more simplistic approach is favorable.  If the Oregon Judicial Department (OJD) were to make all over-the-counter documents available via remote electronic access in their present form, the result would be broad dissemination of information that could subject a named person to the risk of identity theft, financial fraud, or physical harm, which is contrary to the priority expressed in the eCourt Vision of improving public safety and the lives of children and families in crisis.  Conversely, making less information available as part of the public court file over the counter would detract from the eCourt goal of expanding access to justice and could be viewed as contrary to the general directive of the “open courts” provision of the Oregon Constitution (see Or Const, Art I, § 10, “[n]o court shall be secret”).
In light of the deficiencies of either simplistic approach, the LPWG has presented a series of recommendations that are intended to make a significant amount of case information (in the form of case file documents) available to registered system users through remote electronic access, subject to current over-the-counter restrictions.  However, the recommendations include additional provisions intended to protect certain personal information from broad electronic disclosure to all system users and also to protect vulnerable case participants or participants in certain case types, based on consideration of legitimate privacy and safety concerns.  

3.2 Definitions of Note

Over-the Counter Access:  “Over-the-counter access,” or “courthouse access,” means in-person access to a case file by requesting the file from court staff.  In the future, over-the-counter access will be facilitated by courthouse terminal view of the electronic case documents that are available “over-the-counter” to the public.  NOTE:  Courthouse access via local terminals is not subject to the remote electronic access rules set out in draft UTCR chapter 22.  Courthouse access, even in an electronic court environment, must include access to any document that is not subject to an over-the-counter restriction -- that is, any document that the public currently may access at the counter in a paper file should display on a public courthouse terminal.  However, courthouse access should not include the ability to download or email those documents from the terminal.

Remote Electronic Access:  “Remote electronic access” means remote access by external-to-OJD users to electronic case file documents maintained in the OJD statewide eCourt system.  Access is facilitated via Internet access, but system registration with OJD would be required.
 

Protected Information (UTCR 22.040(1)):  “Protected Information” means identified points of information that, depending on the case type and document type, (1) must be set out in a segregated document or the complete version of a redacted document; with an appropriate document label, that then (2) would be made available through remote electronic access to only some (but not all) registered system users.  Examples of “protected information” include social security numbers, bank account numbers, names of minors, and full birth date; examples of documents that qualify as “protected information” are social security cards, birth certificates, and check images.  Draft chapter 22 defines “Protected information” by cross-referencing the proposed new version of UTCR 2.100(2)(b)(i), (b)(ii), and (c) (also included in this document).  In criminal cases, “protected information” also includes certain name and contact information of case participants, as set out in UTCR 22.040(5) and (6); in civil and criminal cases, “protected information” includes the names of jurors and grand jurors (UTCR 22.040(4)).
Secure Case (UTCR 1.110(8)):  “Secure cases” are subject to greater access restrictions; “secure cases” includes the following case types:

●
adoption, juvenile (all types), and civil commitment (UTCR 1.1108(a));

●
cases subject to provisions of the federal Violence Against Women Act (VAWA),
 which prohibits states from placing certain protective order information on the Internet (e.g., Family Abuse Prevention Act (FAPA), Elderly Persons and Persons with Disability Abuse Prevention Act (EPPDAPA), civil stalking order protective cases, criminal violation of court’s stalking protective order cases, and cases initiated by registration of protective order or related judgment rendered in another jurisdiction) (UTCR 1.110(8)(b)); and


●
domestic relations cases (identified here as dissolutions, paternity, custody, visitation, or support) and probate cases (identified as probate, including probate adoptions, protective proceedings, powers of attorney, or trusts) (UTCR 1.110(8)(c)).  Note that, because the Tax Court has its own rule structure, Tax cases are not included in UTCR chapter 22.  However, the Tax Group recommendations on remote electronic access were similar to those approved from the Domestic Relations and Probate groups, regarding limits on remote electronic access to certain case documents (discussed further below).
Confidential Documents (UTCR 22.050(6)):  Documents that, by state or federal statute or administrative rule, or court rule or court order, are available for view by parties and lawyers of record, but not the general public.  “Confidential documents” include subsets of documents available to all parties, documents available to fewer than all parties, and documents available to only certain lawyers of record in the case.  The LPWG substantive law groups identified lists of “confidential documents” in each case type, but those documents are not specifically itemized or discussed in draft UTCR chapter 22, because they fall under a blanket treatment of “confidential documents,” once appropriately labeled.  Examples of “confidential documents” include a segregated document filed under UTCR 2.100 in any type of case, a completed Confidential Information Form (CIF) filed under UTCR 2.130 in a domestic relations case, and a presentence report in a criminal case.

Sealed Documents (UTCR 22.050(7)):  Documents that, by law or court order, are not available for viewing by any party to the case, any attorney for a party to the case, any other authorized user, or the public.  A party may file a sealed document only upon order of the court or in response to a subpoena under ORCP 55 H. 
Parties (UTCR 1.110(1)):  “Parties” includes lawyers of record, unless specified otherwise.


User View (UTCR 22.120):  A registered system user would be permitted to view case documents through remote electronic access only as permitted via the appropriate view (Note that Basic Public View is not limited to registered system users):

●
Basic Public View:  Would permit a limited view of the case title, case number, next scheduled event, and, if any, amount of financial obligation owing the state, in cases other than adoption, juvenile, civil commitment, and VAWA-subject cases.  This would be a free, Internet-based view, with no registration required.

●
Registered Public User View:  Would permit registered users to view most documents in civil and criminal cases, and most court-issued documents in domestic relations, probate, and tax cases.  Excludes view of any documents not available to the public over the counter and documents in the “secure” case types identified in UTCR 1.110(8)(a) and (b) (adoption, juvenile, civil commitment, and VAWA-subject cases).  Also excludes (1) documents containing protected information that has been redacted or segregated for purposes of UTCR chapter 22; and (2) particular documents in particular case types that justify more restricted  treatment based on policy considerations (both discussed later in this document).
●
Authorized User View:  In addition to documents available to Registered Public User View, would permit view of most filed documents in domestic relations, probate, and tax cases.  Also would permit view of most documents containing protected information that has been redacted or segregated for purposes of UTCR chapter 22.  Excludes view of any documents not available to the public over the counter, and, except as to particular identified authorized users, excludes view of documents in the “secure” case types identified in UTCR 1.110(8)(a) and (b) (adoption, juvenile, civil commitment, and VAWA-subject cases).  Narrowly, also may exclude particular documents in particular case types that justify more restricted treatment based on policy considerations.  Examples of “authorized users” include:  (1) Oregon State Bar members who are not lawyers of record; (2) governmental agency partners; (3) in civil and criminal cases, licensed private investigators; and (4) in civil and criminal cases, professional journalists (as defined in UTCR 22.030(5)).  

●
Parties-Only View:  Would permit parties and lawyers of record to view case documents that are not available to other users, either because a statute, rule, or court order so provides or, for policy reasons identified by the LPWG, a document is not available via remote electronic access to anyone other than the parties (for example, a protected statement of assets).  Exclusions include (1) documents in adoption and, post-judgment, civil commitment cases; (2) any document in a case not available to this party or lawyer of record over the counter due to statute, rule, or court order; (3) any case document not available to any party, i.e., truly sealed.
  NOTE:  In the interests of equity and justice, the LPWG strongly supports permitting self-represented litigants to have the same remote electronic access view of case documents in their own cases as would lawyers of record.  This “view” contemplates that equivalent level of security permission for any party in a case that chooses to register for remote electronic access, whether self-represented or not.

●
Limited-Party-Only View:  In addition to document access permitted under Parties-Only View, permits view of documents not available to all parties, but available to this party and lawyer of record, in a particular case.  Other exclusions are the same as in Parties-Only View.

●
Attorney-Only View:  In addition to document access permitted under Parties-Only View, permits view of documents available a particular lawyer of record (e.g., certain documents in criminal cases).
3.3 Redaction-Segregation of Protected Information

In addition to applying any over-the-counter restrictions to remote electronic access, draft UTCR chapter 22 otherwise requires filers in civil and criminal cases to either segregate or redact “protected information” about another person that must be included in the document, if the document is neither confidential nor sealed, by setting out that information in a separate document that is appropriately labeled.  Filers also similarly may choose to redact or segregate that type of information about themselves.  And, in all case types other than adoption, juvenile, civil commitment, and VAWA-subject cases, courts must ensure that protected information is segregated from court-generated documents, such as orders and judgments (with parties responsible for protecting the information in submitted orders and judgments).  Documents that are segregated or redacted under the described provisions of chapter 22 must be appropriately labeled (as also provided in the draft).

The ability to view, through remote electronic access, segregated or “complete” versions of documents containing protected information under draft UTCR chapter 22 then depends on the appropriate system “User View.”  For the most part, OSB Members, certain Authorized Users (such as certain governmental agencies in varying case types), parties, and lawyers of record would be permitted to view UTCR chapter 22 segregated documents/complete versions of redacted documents, while Registered Public User View users would not be so permitted.
  In civil and criminal cases, “Authorized Users” also would include professional journalists (as defined in proposed UTCR 22.030(5)) and licensed private investigators.  (Additional restrictions, of course, would apply to documents that qualify as “confidential” documents that are available by law, rule, or court order to only the parties and lawyers of record in the case.)

UTCR 22.050(1)(b) contains a cautionary note for practitioners that personal information qualifying as “protected information” should not be included in case documents, to the extent that it can be avoided, which would alleviate the need to comply with the redaction-segregation requirements.
  However, to the extent that the information must be included or nonetheless is included in a case document, then the redaction-segregation requirements would apply, unless an exception applied based on case type/subtype or document type/ subtype.


The purpose of the redaction-segregation and document labeling requirements set out in draft UTCR chapter 22 is to give parties adequate tools and procedures, in an electronic court environment, to protect against the disclosure to all system users through remote electronic access of: (1) entire documents that are required to be protected over-the- counter in any event (for example, information already protected under UTCR 2.100 or 2.110, or other rules or statutes identified in UTCR 22.040); and (2) certain points of information (e.g., social security numbers, bank account numbers, names of minors, etc.) in otherwise disclosable documents.  Although, as discussed above, remote electronic access to court documents would require user registration and verification, the fact is that -- once available -- any electronic document could be downloaded and widely disseminated by any user, via posting on a blog, viral email, etc.  Significant discussion on this point in the LPWG has resulted in the balanced approach set out in the draft UTCR chapter 22:  On the one hand, a recognition that most court documents are “public,” but, on the other hand, the recognition that the broad availability of personal identifying and related information can subject individuals to the risk of identity theft and financial fraud.  

In addition to the redaction-segregation provisions, the draft UTCR contains narrow provisions intended to provide additional protection against the broad disclosure of certain “public” documents to all system users -- again, aimed toward identity theft and financial fraud, but also toward the possibility of physical or other harm, as discussed below.  

3.4 Limited Availability of Certain Case File Documents through Remote Electronic Access for Policy Reasons


The updated version of draft UTCR chapter 22 set out in this document incorporates recommendations from the LPWG substantive law groups that encompass three general categories of documents that, although considered “public” documents that are available over the counter, should not be available to all registered system users through remote electronic access for legal or policy-based reasons.  Simply stated, as to those documents (as well as to “protected information” discussed in the preceding section), the fact that courts retain a myriad of documents in public files does not necessitate the unconditional electronic dissemination of those documents to all users who wish to register with the eCourt system.

The first category includes documents in cases in which the federal Violence Against Women Act (VAWA) is implicated.  In those case types, although most case documents generally are available to the public over the counter, the LPWG recommendations contemplate that electronic documents would be available to only parties and lawyers of record (and, in some instances, to identified Authorized Users, such as law enforcement).  Limiting access in that manner is intended to comply with federal law that prohibits states from making certain protective order information publicly available on the Internet.

The second category concerns all party- and third-party-filed documents in Domestic Relations and Probate cases, which, under draft UTCR chapter 22, would not be available through remote electronic access to Registered Public Users.
  After extensive discussion and consideration, the LPWG approved limiting remote electronic access to those documents to parties, lawyers of record, OSB Members, and other Authorized Users as appropriate (with some limited exceptions).  Both substantive law groups -- and, ultimately, the LPWG -- concluded that three pervading factors applied to party- and third-party-filed documents in those case types:  (1) information that qualifies as “protected information” appears pervasively in such documents, and a significant burden therefore would be imposed if filers were required to redact or segregate the information; (2) such documents frequently contain additional information that, while not technically qualifying as “protected information,” nonetheless is unusually personal or private information that should not be broadly disclosed to the public through remote electronic access;
 and (3) a significant percentage of those case types involve self-represented litigants, who are not as likely as lawyers to regularly or fully comply with redaction and segregation rules established to protect certain information about themselves or other persons.


The third category involves particular documents in particular case types/subtypes as to which the LPWG substantive law groups determined that a persuasive and articulable justification supported recommending restrictions on remote electronic access, usually stemming from the degree to which protected information or other sensitive information tends to appear in the document.  For example, (1) signed verdict forms in civil and criminal cases ordinarily may be viewed in a file by the public at the courthouse; however, the LPWG determined that Registered Public View Users should not have access to signed verdict forms, to prevent the broad electronic dissemination of juror names in particular cases; and (2) parenting plans also ordinarily may be viewed in a public file unless affirmatively protected; however, the Domestic Relations recommendations provide that parenting plan documents be prepared as segregated pages from the orders or judgments and then made available to only OSB members, parties, and lawyers of record via remote electronic access.  The document-based restrictions, which are minimal, are set out throughout UTCR 22.120.

4. Remote Electronic Access Recommendations -- Substantive Law Groups
4.1 Substantive Law Groups
As noted, eight LPWG “substantive law” groups met between May 2009 and March 2011 to review the statutes in different practice areas and to present remote electronic access and related eCourt recommendations to the LPWG.  Each group other than the Juvenile Social File Group and the Contempt Group ultimately produced (1) a recommendation memorandum; (2) a “document-based” chart that set out applicable statutory restrictions and other remote electronic access recommendations to particular documents based on document and user type, and additional supplemental recommendations; (3) a “user-view” chart that summarized the remote electronic access rules for the case type; and (4) in the case of some groups, additional supplemental materials.  The Juvenile Social File Group and the Contempt Group each produced a recommendation memorandum and a “General Principles and Remote Electronic Access Recommendations” document.
The specific recommendations of the substantive law groups (as approved, and amended in some instances, by the LPWG) were set out in the original Law and Policy Recommendations, Parts 3 (original  group recommendations), 5 (juvenile recommendations, updated), and 6 (contempt).  To the extent that those recommendations related to the draft UTCR chapter 22, they now have been incorporated in the updated version of chapter 22 set out in this document, with the exception of specific access recommendations from the Tax Group (the Tax Court has its own rules process, separate from the UTCR process).  A brief summary of the work of each substantive law group, including a membership list, is set out below; the job title/description that appears for each listed member or interested person applied as of the time that the group submitted its recommendations to the LPWG.
2.1.2  Civil Group
The Civil Group convened in May 2009 and met five times through July 2009.  The LPWG approved its recommendations in July 2009.  

The Civil Group ultimately concluded that, generally, no “special rules” should apply to documents filed in Civil cases  -- that is:  (1) the draft UTCR chapter 22 redaction/ segregation rules should apply to all civil case documents; (2) documents appropriately restricted at the counter (by statute, rule, court order, or existing court policy) also should be restricted in the same manner with regards to remote electronic access; but (3) no justification existed to recommend that any document otherwise publicly available over the counter be subject to any remote electronic access restrictions, other than returns of service (not available to Registered Public User View).
  As noted, the LPWG approved those recommendations in July 2009.  At a later meeting in December 2010, the LPWG identified one additional document that should not be available to Registered Public User View:  a signed jury verdict form, so as to prevent broad electronic dissemination of the names of the jury members in any particular case.
The membership of the Civil Group was as follows:

	Chair

	Honorable Daniel Murphy
	Judge, Linn County Circuit Court

	Members

	Honorable John Wittmayer
	Judge, Multnomah County Circuit Court

	Bruce Miller
	Senior Staff Counsel, Executive Services

	Doug Bray
	TCA, Multnomah County Circuit Court

	Kathy Nicol
	Business Analyst, ETSD

	Mark Comstock
	Attorney at Law, Salem

	Alex Aikman
	Director, OJD Court Programs and Services Division

	Staff

	Erin Ruff
	Analyst, Court Programs and Services Division

	Marjorie Fernando
	Management Assistant, Court Programs/Services Division

	Interested Persons

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.1.2  Criminal Group

The Criminal Group initially met during the summer of 2009 and submitted recommendations to the LPWG in late August 2009.  The LPWG did not approve those recommendations and instead referred them back to the Criminal Group, with the direction that, on the whole, the recommendations were unnecessarily restrictive regarding remote electronic access by members of the public through Registered Public User View.  The Criminal Group reconvened, with additional membership, in October 2009 and met 13 times through June 2010.  The LPWG approved its final recommendations, with some amendments, in November 2010.


The Criminal Group's charge included filings in the following case types, under the general umbrella of “criminal” cases:

· Adult criminal cases
· Juvenile delinquency cases remanded to adult court
· Contempt cases arising out of a criminal case
· Post-conviction relief cases
· State habeas cases arising out of a criminal case
· Drug court programs and related specialty courts in the criminal context
· Commitment proceedings arising out of a criminal case
· Violation/citation cases, including traffic, boating, hunting, and fishing.


Subject to the redaction-segregation requirements of proposed UTCR chapter 22, the Criminal Group recommended that most documents and information not confidential pursuant to federal or state law, rule, court order, or other law be available through remote electronic access to public system users, including OSB members.  (One notable example is the federal Violence Against Women Act (VAWA)).  Balanced against its generally broad remote electronic access recommendations, the Criminal Group also recommended that certain information about participants in a criminal case (victims, witnesses, jurors/grand jurors, defendants) be added to the UTCR chapter 22 list of protected information about “another person” that must be redacted or segregated in criminal-case documents filed with the court or issued by the court.  


In addition to fairly broad access for OSB Member Authorized Users, the Criminal Group identified three groups that should be considered “Authorized Users” with remote electronic access to most information otherwise protected against broad disclosure in criminal case documents under draft UTCR chapter 22:  (1)  law enforcement and similar governmental agency partners, such as the Department of Corrections and the Board of Parole and Post-Prison Supervision; (2) private investigators licensed by the Department of Public Safety Standards and Training (DPSST); and (3) accredited media, as further defined in the draft UTCR chapter 22 as “professional journalist(s).”  The LPWG approved that recommendation, although two members dissented from the inclusion of certified investigators as “authorized users,” and three members dissented from the inclusion of media/professional journalists.  (Private investigators and professional journalists subsequently were added to the list of “Authorized Users” in civil cases.)

Some Criminal Group members dissented from certain recommendations, either because the member thought a particular access recommendation was too broad or, conversely, too restrictive. 

The membership of the Criminal Group was as follows:

	Chair 

	Kimberly Dailey
	Executive Analyst, Executive Services Division

	Members

	Honorable Claudia Burton
	Judge, Marion County Circuit Court

	Doug Bray
	TCA, Multnomah County Circuit Court

	Steve Krasik
	Attorney at Law, Salem (Oregon Criminal Defense Lawyers Assoc.)

	Doug Prince
	Deputy District Attorney, Marion County District Attorney's Office

	Jim Nass
	Appellate Commissioner, Appellate Court Services

	Julie Traverse
	Court Operations Supervisor, Jackson County Circuit Court

	Nori Cross
	Special Counsel, OSCA

	Robin Selig
	State Family Law Advisory Committee

	Thomas Sermak
	Public Defender, Public Defender of Marion County

	Daina Vitolins
	District Attorney, Crook County District Attorney's Office

	Staff

	Carl Neal
	Management Assistant, ETSD

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court

	Interested Persons

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.1.2  Domestic Relations Group

The Domestic Relations Group convened in August 2009 and met nine times through January 2010.  The LPWG approved its recommendations over the course of several meetings beginning in April and ending in June 2010.

The Domestic Relations Group's charge extended to filings in the following case types, under the general umbrella of "domestic relations":


●
Dissolution of Marriage


●
Unlimited Separation


●
Domestic Partnership Dissolution


●
Civil Partnership Dissolution


●
Paternity


●
Child Support/Child Support Contempt


●
Child Custody and Parenting Time


●
Grandparent Visitation


●
Psychological Parent/Custody Parenting Time


●
Family Abuse Prevention Act (FAPA)


●
Elderly Persons and Persons with Disabilities Abuse Prevention Act (EPPDAPA)


●
Stalking Protective Order Proceedings


●
Remedial Contempt in any of the above-listed case types

In the course of its work, the Domestic Relations Group reviewed state and federal restrictions on filings in domestic relations cases, in the form of both statutes and uniform trial court rules.  Two restrictions of note that generally apply to the types of cases noted above are:

●
Uniform Trial Court Rule (UTCR) 2.130 (amendments effective September 1, 2010), which requires certain information in most domestic relations filings to be submitted in a "confidential information form" (CIF) and thereafter treated in a confidential manner by the court.

●
The federal Violence Against Women Act (VAWA), 18 USC § 2265(d)(3), which directly prohibits states from making publicly available on the Internet information relating to protection orders that would publicly reveal the identity or location of the protected party. 

Those two categories of restrictions, as well as additional statutory, rule-based, and policy considerations, are incorporated into the draft UTCR chapter 22 (under the draft, for example, a CIF would qualify as a “confidential” document available through remote electronic access to only parties or to only one party, depending on the protective nature of the particular CIF).

The Domestic Relations Group recommended, and the LPWG approved, a dual approach to remote electronic access to documents in domestic relations cases, as follows:  (1) broad electronic availability for most-court-issued documents; but (2) more limited remote electronic access availability for party-filed and third-party-filed documents.  As a result of that recommendation, the redaction-segregation rules set out in UTCR chapter 22 would apply to only court-issued documents in domestic relations cases.  The group also identified some statutory restrictions on access to domestic relations documents, in addition to those arising from VAWA and UTCR 2.130.

The Domestic Relations Group provided a “justification statement” that accompanied its recommendations, generally emphasizing the following considerations to support the more limited access recommendations regarding party- and third-party filed documents in domestic relations cases:  (1) such documents frequently contain information that qualifies as “protected information” (UTCR chapter 22), such as date of birth and financial account information; (2) such documents often contain unsubstantiated partisan allegations or information that threatens the financial integrity or physical safety of individuals, including children; and (3) a significant percentage of domestic relations cases in Oregon involve self-represented parties (approximately 85 percent, at least one self-represented party), who are not as likely as lawyers to regularly or fully comply with redaction and segregation rules established to protect certain information.  As to the second consideration, the group specifically identified issues involving child custody, parenting time, support, and division of property relating to parties’ finances, tax returns, family circumstances, and children; the group further identified factual allegations related to child abuse, domestic violence, sexual assault, medical history, mental health issues, substance abuse, and child-care arrangements/ providers.  


The Domestic Relations Group was divided as to remote electronic access by OSB members to party- and third-party filed documents.
  However, the LPWG ultimately approved providing remote electronic access to those documents to OSB members, with narrow exceptions.  One member of the LPWG, joined by two “interested persons” on the LPWG who also were members of the Domestic Relations Group, submitted a Minority Report that objected to the concept of making remote electronic access to party- and third-party-filed documents to OSB members who were not lawyers of record, when self-represented litigants would not be permitted that broad level of access in cases other than their own (by contrast, self-represented litigants would be permitted to view party- and third-party filed documents in only their own cases, if they were to register as users of the OJD remote electronic access system).

The membership of the Domestic Relations Group was as follows:

	Chair

	Honorable Daniel Murphy
	Judge, Linn County Circuit Court

	Members

	Honorable Maureen McKnight
	Judge, Multnomah County Circuit Court

	Nancy Lamvik
	TCA, Lincoln County Circuit Court

	Elizabeth Vaughn
	Family Court Specialist, Clackamas Co. Circuit Court

	Rebecca Orf
	Juvenile Court Programs, OSCA

	Robin Selig
	Support Unit Attorney, Oregon Law Center

	Margaret Olney
	Special Counsel, Office of the Attorney General

	John Case
	Attorney at Law, Feibleman & Case 

	Bruce Lowther
	ECM Business Analyst, ETSD

	Diane Swint
	Business Analyst, ETSD

	Staff

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court

	Jenn McQuain
	Management Assistant, Supreme Court

	Interested Persons

	Honorable Claudia Burton
	Judge, Marion County Circuit Court

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.1.2  Juvenile Group 

The LPWG Juvenile Group convened in October 2009 and met ten times through May 2010.  The LPWG approved its recommendations in June and July 2010.


The Juvenile Group's charge extended to filings in the following case types, under the general umbrella of "juvenile" cases:


●
Dependency Cases, including termination of parental rights and adoptions


●
Delinquency Cases


●
Drug Court Cases involving delinquent youth and children, and families involved in dependency matters.


●
Adoption Cases arising from Dependency Cases


Unlike other case types, juvenile cases are subject to a myriad of statutory access restrictions (i.e., over-the-counter restrictions).  Relatedly, juvenile court cases usually involve two types of files:  the legal file maintained by the juvenile court and a social file (the court often maintains its own social file, as does the juvenile department or the Department of Human Services (DHS)).  Different statutory restrictions apply to each type of file, with greater restrictions imposed on social file materials.  The Juvenile Group produced two detailed charts that analyzed the statutory restrictions that apply in delinquency and dependency cases, in matrix format.

The Juvenile Group recommended that remote electronic access to juvenile case documents be significantly restricted.  For the most part, the recommendations track the group's reading of the applicable statutory provisions.  The group also recommended, however, that remote electronic access to legal files for parties be limited to only those persons and entities who are regular participants in the juvenile court system and who are bound by certain oaths, obligations, and/or ethical standards as a result of their positions, employment, or relationship with the court, as follows:


●
Lawyers of record


●
Juvenile Department, DHS, and OYA staff, when agency of record


●
Court Appointed Special Advocates (CASAs), if appointed on the case


●
Intervening tribe qualifying as a party or per regional agreement


●
Child Support Division, when access necessary re: support enforcement


Although the child/ward, youth/youth offender, parents, guardians, etc., are permitted to view legal files at the counter, the Juvenile Group recommended that remote electronic access to legal file materials not be provided to those groups of individuals for policy reasons, and the LPWG approved that recommendation.
  The Juvenile Group recommended “no remote electronic access” for any other registered system users (public users, OSB members who are not lawyers of record, etc.), in light of the legislative directive that juvenile case files be withheld from public inspection.


As to social files maintained by a juvenile court, the Juvenile Group made a preliminary recommendation of no remote electronic access.  However, the group further recommended that a new working group be formed to evaluate the contents of and court practices surrounding social files more thoroughly, possibly resulting in supplemental recommendations to the eCourt Program.  Recommendations from that Juvenile File Social Group are discussed below.  
The Juvenile Group also submitted several statutory referrals to the Oregon Law Commission (OLC).  In light of the possibility of OLC statutory amendments during the 2013 legislative session, the eCourt governance groups approved a LPWG recommendation that documents in juvenile cases not be available to any system user through remote electronic access until after the 2013 session (including time for evaluation of the impact of any statutory amendments on the initial recommendations) (that recommendation also applies to adoption cases and civil commitment cases).
The membership of the Juvenile Group was as follows:
	Chair 

	Rebecca Orf
	Juvenile Law Staff Counsel, Oregon Judicial Department

	Members


	Honorable Daniel Murphy
	Judge, Linn County Circuit Courts

	Honorable Douglas Van Dyk
	Judge, Clackamas County Circuit Court

	Honorable John Collins
	Judge, Yamhill County Circuit Court

	Honorable Tracy Prall
	Judge, Marion County Circuit Court

	Leola McKenzie
	Director, Juvenile Court Programs

	Becky Koloen
	Juvenile Court Clerk, Polk County Circuit Court

	Cathy Ouellette
	Attorney at Law, Eugene

	Staff

	Jenn McQuain
	Management Assistant, Supreme Court

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court

	Interested Persons

	Honorable Michael Livingston
	Judge, Marion County Circuit Court

	Brenda Wilson
	Court Records and Procedure Analyst, OSCA

	Bruce Lowther
	ECM Systems Analyst, ETSD

	David Factor
	Counsel for Communication and Outreach, OETO

	Nori Cross
	Special Counsel, OSCA

	Sarah Morris
	Deputy District Attorney, Marion County District Attorney's Office

	Michele Lynch
	Info Sentry Services, Inc

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc


2.1.2  Juvenile Social File Group

The LPWG Juvenile Social File Group convened in October 2010 and met five times through February 2011.  The LPWG approved its recommendations in February 2011.


The Juvenile Social File Group's charge concerned resolving issues relating to social file document processing and making remote electronic access recommendations regarding court social file documents in dependency and delinquency cases.  In preparation for the new Social File group, OJD Juvenile Court Programs conducted a survey of juvenile court staff on the topic of handling juvenile case file materials, which confirmed that filing processes vary widely throughout the state.


The Juvenile Social File Group reviewed and discussed the types of documents that may be submitted
 in juvenile proceedings, and, as to each type of document, whether a “legal file” or “social file” designation was appropriate, assuming that the document was properly submitted to the court.  The group also reviewed the applicable statutory provisions and discussed in detail many issues relating to distinctions between court legal file materials, court social file materials, and materials ultimately expressly offered, expressly designated, or otherwise treated as exhibits in juvenile proceedings.  

In that regard, the Juvenile Social File Group emphasizes that juvenile cases differ from other types of cases in several respects:  (1) cases typically involve multiple parties and participants -- including institutional participants -- who routinely submit documents to the court; (2) “social file” statutory restrictions require a unique filing structure within the courts; (3) courts maintain “social file” materials that may or may not become “exhibits” in subsequent proceedings throughout the life of the case (either through offer/acceptance or designation) and serve as the basis for judicial decision-making; (4) over the life of the case (often lengthy in duration), materials initially placed in the social file continue to serve as a basis for judicial decision-making; and (5) because such documents serve as a basis for judicial decision-making, they ultimately may become part of the record on appeal.  


The original Juvenile Group concluded that the following case participants are permitted to access social file materials over the counter (without consent of the child, ward, youth, or youth offender):


●
Lawyers of record (for child, ward, youth, youth offender, or for that person’s guardian, CASA, surrogate, or intervenor;
 DA or AAG representing the state)


●
Juvenile Department, DHS, and OYA staff, when agency of record


●
“Service providers in the case” and school superintendents


●
For purposes of evaluating special education eligibility

Of the foregoing case participants permitted by statute to view social file materials at the counter, the Juvenile Social File Group recommended that the following be permitted to view social file materials through remote electronic access (set out as approved by the LPWG):


●
Lawyers of Record (for all parties, including child, ward, youth, youth offender, or for that person’s guardian, CASA, surrogate, or intervenor, including intervening tribe; DA or AAG representing the state) 


●
Juvenile Department, DHS, and OYA staff, when agency of record


●
CASA(s) appointed on the case


●
Note:  the LPWG amended the recommendation to include the Tribal Representative for an intervening party-tribe.

Because the term “service providers in the case” could be construed in a variety of ways, service providers are not presently included on the list of recommended remote electronic access users regarding social file materials (a request for statutory clarification was referred to the Oregon Law Commission).  Depending on future statutory clarification, remote electronic access for authorized service providers in the case may be appropriate at some later time.
As part of approving the Juvenile Social File Group recommendations, the LPWG also recommended that any person having remote electronic access to legal file materials be permitted access to any document designated as an “exhibit” and maintained by the court; that recommendation included a referral to the Oregon Law Commission regarding statutory clarification on access to exhibits.

The membership of the Juvenile Social File Group was as follows:
	Chair 

	Leola McKenzie

	Juvenile Law Staff Counsel, Oregon Judicial Department

	Members

	Hon. Tracy Prall
	Judge, Marion County Circuit Court

	Hon. Douglas Van Dyk
	Judge, Clackamas County Circuit Court

	April Munks
	Department of Human Services

	Becky Koloen
	Juvenile Court Clerk, Polk County Circuit Court

	Brenda Wilson
	Court Records and Procedure Analyst, OSCA

	Carmen Phillips
	Deputy Trial Court Administrator, Lane County Circuit Court

	Christine Pedersen
	Administrative Analyst III, Multnomah County Circuit Court

	Greg Anable
	CASA Board Chair, Linn County

	Jean Ann Quinn
	Staff Attorney, Oregon Court of Appeals

	Jim Nass
	Appellate Commissioner, Court of Appeals

	Linda Hughes
	Referee/Judge Pro Tem, Multnomah County

	Neal Japport
	Acting Deputy Trial Court Administrator, Multnomah County

	Nori Cross
	Office of the State Court Administrator, Special Counsel

	Tom Vlahos
	Department of Human Services

	Staff

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court

	Carl Neal
	Management Assistant, ETSD/Law and Policy Work Group

	Interested Persons

	Hon. Paula Kurshner
	Judge, Multnomah County Circuit Court

	Hon. Daniel Murphy
	Judge, Linn County Circuit Court

	Colleen Shearer
	Deschutes County Juvenile Department

	Debbie Slagle
	Deputy of Court Operations, Clackamas County Circuit Court

	Bryant Baehr
	OJD Enterprise Technology Services Division, Director

	Scott Smith
	OJD eCourt Program Director

	Linda Worlein
	Court P.O. Supervisor, Deschutes County Juvenile Dept.

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.1.2  Probate Group

The LPWG Probate Group convened in June 2010 and met five times through October 2010.  The LPWG approved its recommendations in October 2010.

The Probate Group's charge extended to filings in cases under the following categories, under the general umbrella of “probate”:


●
Probate, including probate adoptions

●
Protective Proceedings

●
Powers of Attorney

●
Trusts


The Probate Group recommended, and the LPWG approved, a dual approach to remote electronic access to documents in probate cases, as follows:  (1) broad remote electronic access availability for most court-issued documents; but (2) more limited remote electronic access availability for party- and third-party-filed documents.  As a result of that recommendation, the redaction-segregation rules set out in UTCR chapter 22 would apply to only court-issued documents in probate cases.  The group also identified some statutory restrictions regarding probate case documents.

The Probate Group based its recommendation as to party- and third-party-filed documents on three considerations/concerns:  (1) information that qualifies as “protected information” (UTCR chapter 22) appears pervasively in party- and third-party-filed probate case documents, and a significant burden would be imposed if filers were required to redact or segregate that information; (2) party-filed and third-party-filed probate documents frequently contain other sensitive personal information (such as medical, mental health, and competency information), and the fact that such information may be necessary for the resolution of a public probate dispute does not justify making it broadly available in electronic form through remote electronic access; and (3) a significant percentage of probate cases in Oregon involve self-represented parties (approximately 60 percent, at least one party), who are not as likely as lawyers to regularly or fully comply with redaction and segregation rules established to protect certain information.  

The membership of the Probate Group was as follows:
	Chair 

	Honorable Claudia Burton
	Judge, Marion County Circuit Court

	Members

	Honorable Rita Cobb
	Washington County Circuit Court

	Honorable Lauren Holland
	Lane County Circuit Court

	Honorable Katherine Tennyson
	Multnomah County Circuit Court

	Helga Barnes
	Probate Supervisor, Multnomah County Circuit Court

	Robert Dorszynski
	Attorney at Law, Salem

	Jonathan Mishkin
	Attorney at Law, Harrang Long Gary Rudnick PC

	Elaine Martin
	Probate Commissioner, Marion County Circuit Court

	Eric Wieland
	Attorney at Law, Samuels Yoelin Kantor Seymour & Spinrad LLP

	Robin Huntting
	Probate Supervisor, Clackamas County Circuit Court

	Whitney Yazzolino
	Attorney at Law, Law Office of Whitney Yazzolino

	Ken Sherman
	Attorney at Law, Law Office of Sherman Sherman Johnnie & Hoyt

	Staff

	Carl Neal
	Management Assistant, ETSD

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court

	Interested Persons

	Heather Gilmore
	Attorney at Law, Salem

	Nori Cross
	Special Counsel, OSCA

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.1.2  Tax Group

The LPWG Tax Group convened in May 2010 and met four times through June 2010.  The LPWG approved its recommendations in August 2010. 


The Tax Group's charge extended to filings in cases under the jurisdiction of the Oregon Tax Court (Regular and Magistrate Divisions), under the general umbrella of "tax":


●
Personal income tax


●
Property income tax

●
Corporate excise tax

●
Timber tax


●
Local budget law


●
Property tax limitations


●
Tobacco tax


●
Estate tax


The Tax Group recommended, and the LPWG approved, a dual approach to remote electronic access to documents in tax cases, as follows:  (1) broad remote electronic access availability for most court-issued documents; but (2) more limited remote electronic access availability for party- and third-party-filed documents (limited to parties, lawyers of record, and OSB Member View only).  The Tax Group further recommended (and the LPWG also approved) that, as to party- and third-party documents, information presently qualifying under UTCR chapter 22 as “protected information”  should not be available to OSB Members, but should be available to parties and lawyers of record.  As a result of that recommendation, redaction-segregation rules of the type set out in UTCR chapter 22 would apply to both filed and court-issued documents in tax cases.
  As with other case types, documents protected under some other source of law, rule, or court order also would be subject to restricted treatment via remote electronic access. 

The Tax Group based its recommendation as to party- and third-party-filed documents on three considerations/concerns:  (1) information that qualifies as “protected information” (UTCR chapter 22) appears pervasively in party- and third-party-filed tax case documents; (2) party-filed and third-party-filed tax documents frequently also contain other sensitive information relating to a taxpayer’s wealth, income, assets, liabilities, business activities, etc., and the fact that such information may be necessary for the resolution of a public tax dispute does not justify making it broadly available in electronic form through remote electronic access; and (3) a significant percentage of tax cases in Oregon involve self-represented parties (approximately 70 percent in the Magistrate Division, and 40 percent in the Regular Division), who are not as likely as lawyers to regularly or fully comply with redaction and segregation rules established to protect certain information.

The Uniform Trial Court Rules do not apply to the Tax Court; instead, the court has its own rules, the Tax Court Rules.  For that reason, the draft UTCR chapter 22 set out in this document does not include the Tax Court recommendations; instead, the recommendations propose future amendments to the Tax Court Rules.
The membership of the Tax Group was as follows:

	Chair 

	Rocco Lieuallen 
	Paralegal, Regular Division, Oregon Tax Court

	Members

	Charles McNair  
	Attorney at Law, Fowler & McNair, LLP

	Christopher Hatfield
	Attorney at Law, Hurley Re, P.C.

	Jeffrey Wong   
	Attorney at Law, Portland

	Jill Tanner
	Presiding Magistrate, Magistrate Division, Oregon Tax Court

	Jonathan Mishkin
	Attorney at Law, Harrang Long Gary Rudnick P.C.

	Marilyn Harbur  
	Senior Assistant Attorney General, Department of Justice, 

General Counsel Tax & Finance

	Mark Golding  
	Attorney at Law, Parsons Farnell & Grein LLP

	Roberta Mann
	Professor of Law, University of Oregon School of Law

	James Oberholtzer
	Attorney at Law, Portland

	Valerie Sasaki  
	Attorney at Law, Miller Nash LLP

	Staff

	Jenn McQuain
	Management Assistant, Supreme Court

	Lisa Norris-Lampe
	Staff Attorney, Supreme Court

	Interested Persons

	Kevin Bassett
	Project Manager, ETSD

	Bruce Lowther
	ECM Systems Analyst, ETSD

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


2.1.2  Contempt Group

The LPWG Contempt Group convened in February 2011 and met three times through the end of February.  The LPWG approved its recommendations on March 2, 2011.


The Contempt Group was created as a result of ongoing questions in other LPWG groups relating to the treatment of contempt proceedings in a new electronic court environment.  The Contempt Group was charged with evaluating the statutes pertaining to contempt proceedings, making recommendations regarding the characterization and treatment of contempt proceedings in a new eCourt system, and making remote electronic access recommendations regarding documents in contempt proceedings. 


As to remote electronic access to court documents, the Contempt Group’s recommendations, as approved (as amended) by the LPWG, essentially track the December 2010 LPWG Recommendations, as follows:

●
In a contempt proceeding arising within an existing case (be it remedial, punitive, combined remedial-punitive, or summary), then the applicable remote electronic access rules for the existing case type would apply to documents relating to the contempt proceeding.  
●
If a separate contempt proceeding is related to an existing case, then the pre-existing case should be “related” in the system to the contempt case, and the remote electronic access rules that applied to the pre-existing case should apply to the new “contempt” case (regardless of contempt case subtype).

●
If a separate contempt proceeding and a pre-existing related case does not exist:



○
If subtype is remedial, then civil remote electronic access rules should apply



○
If subtype is punitive, then criminal remote electronic access rules should apply



○
If subtype is punitive-remedial, then criminal remote electronic access rules should apply



○
If subtype is summary, then civil remote electronic access rules should apply

●
The court must have discretion to order more restrictive remote electronic access rules to apply, if the court thinks appropriate.
The membership of the Contempt Group was as follows:

	Chair 

	Lisa Norris-Lampe 
	Staff Attorney, Supreme Court

	Members

	Honorable Robert Herndon
	Judge, Clackamas County Circuit Court

	Honorable Dan Bunch
	Judge, Klamath County Circuit Court

	Honorable Maureen McKnight
	Judge, Multnomah County Circuit Court

	Jennifer Chapman
	Assistant Attorney General, Oregon Child Support Program

	Butch Castor
	Operations Chief, Oregon Child Support Program

	Jeannine Wiesner
	Deputy District Attorney, Marion County 

	Gene Berg
	Trial Court Administrator, Polk County

	Staff

	Carl Neal
	Management Assistant, Supreme Court

	Interested Persons

	Nori Cross
	Special Counsel, OSCA

	Brenda Wilson
	Court Records and Procedure Analyst, OSCA

	Phil McCollister
	Trial Court Administrator, Yamhill County

	Jeanette Schehen
	Business Analyst, ETSD

	Glenn Newkirk
	President, Info Sentry Services, Inc

	Helen Sims
	Info Sentry Services, Inc

	Michele Lynch
	Info Sentry Services, Inc


5. Additional Submission Notes
5.1 System Feasibility and Policy Determinations; Submission of Materials to UTCR Committee and OJD-OSB eCourt Task Force

As noted earlier in this document, the Law and Policy recommendations originally were submitted for the purpose of review by the OJD e-Court single-solution provider, Tyler Technologies.  In formulating its recommendations, the LPWG focused on (1) recommendations that flowed from existing law (such as required confidential treatment of certain documents); and (2) additional recommendations based on policy considerations, after deliberate consideration, discussion, and consensus (such as making party- and third-party-filed documents in domestic relations, probate, and tax cases available to fewer than all registered system users).  At the time that the LPWG drafted its recommendations, the eCourt program did not have an identified single-solution provider; therefore, the task of the LPWG was to draft optimal, consensus recommendations, for development of a future eCourt system.  The resulting draft UTCR chapter 22 (with its accompanying documentation) is a conceptual document, not based on the functionality of any particular eCourt system.

Tyler Technologies is now in the process of reviewing the LPWG recommendations and providing an analysis of which recommendations are immediately feasible -- that is, whether included in the system’s current functionality -- and which recommendations either may be feasible with further development or are not practically feasible.  That feasibility analysis will be presented to the Oregon eCourt Steering Committee (OESC) and Program Sponsors, to decide which aspects that may require further development should be pursued.  (Anticipated, September 2011.)  As of the submission date of this document, the ongoing feasibility review has identified the following tentative issues:
●
As envisioned by the LPWG, “Basic Public View” (draft UTCR 22.120(1)(a)) may not be feasible.  However, the purposes of that View -- to provide for payment of amounts owing to the State of Oregon and to view upcoming scheduled events on a court calendar -- likely may be encompassed in other aspects of the project (such as epayment and web portal).
●
The concept of “Registered Public User View” (draft UTCR 22.120(1)(b)) may not be incorporated into initial remote electronic access capabilities, but may become operational as part of a later aspect of the project (such as the web portal).

●
The concept of “Parties-Only View” (draft UTCR 22.120(2)) is likely not feasible as to individual parties in a case (whether self-represented litigants or represented), although further conversation is ongoing.  As set out in UTCR 22.120(2), “Parties-Only View” includes the ability of lawyers of record to view specific documents through remote electronic access that may not be available to other system users, and that type of access does fall within the basic system functionality.

●
The concepts of “Limited-Party-Only View” and “Attorney-Only View” as to lawyers of record (see draft UTCR 22.120(3) and (4)) are not currently within the system’s functionality and would require further development (with time and cost unknown at this point in time; current functionality would display identified documents to all, but not to only some, lawyers of record).
●
Aspects of draft UTCR chapter 22 presuppose that the system would incorporate various automatic timing triggers (such as making documents immediately available to certain users through remote electronic access, while delaying availability to other users, see draft UTCR 22.060).  However, some timing triggers could require manual entry, which may result in changes to those UTCR provisions, so as to avoid burdensome data entry.  

Additionally, although the LPWG submitted its recommendations to the eCourt Program Director during the December 2010 through April 2011 timeframe, the OESC and Sponsors have not yet approved aspects of the recommendations that are policy-based (with minor exceptions).  Approval has been deferred pending the Tyler feasibility review, so that those governance groups have a more accurate understanding of which recommendations may not be feasible in any event.
  Ultimately, the governance groups may not approve all aspects of the Law and Policy recommendations, including certain provisions of draft UTCR chapter 22 -- most notably, certain provisions that would result in a difference between document access over-the-counter and remote electronic access (see generally section 3.4 of this document) (Anticipated, Fall 2011.)


Finally, the Law and Policy recommendations encompass a broad array of system functions, and, as Tyler reviews the recommendations, it will become more clear which aspects of the recommendations may be included in the pilot and early adopter courts, and which recommendations may become part of a different aspect of the project (such as the web portal project).  Relatedly, certain decisions have yet to be made within the eCourt Program regarding the nature of remote access availability in the pilot and early adopter courts (function, timing, etc.).  In short, in addition to feasibility review and governance approval, several uncertainties may operate to delay final decisions on at least some aspects of the Law and Policy recommendations.


Notwithstanding the circumstances set out above, the draft UTCR chapter 22 and other related UTCR amendments, as set out in this document, are being submitted to the UTCR Committee and the OJD-OSB eCourt Task Force, to begin a broader review process.  Respecting the UTCR Committee, the UTCR amendments and draft chapter 22 likely will be processed out-of-cycle; however, it is beneficial to submit the materials to that committee at this time, so that its members may begin their review and consideration of the concepts encompassed therein.  Respecting the Task Force, which already has reviewed an earlier draft of chapter 22, submission of the amended version will facilitate further input from Bar members and the Bar-Press Broadcasters Council.  As to both groups, the materials are submitted with the caveat that -- as explained above -- aspects of the draft chapter 22 are subject to change, depending on feasibility determinations, governance review and approval, and other program determinations. 
 
5.2 Document Notes

This document proposes several amendments to existing Uniform Trial Court Rules and also a new UTCR chapter 22.  Depending on the nature of the proposal, some parts of this document are set out using boldface/strikethrough text, while others are set out using clean text, as follows: 

●
Proposed Amendments to Existing Uniform Trial Court Rules (Section 6)
   
○
UTCR 1.110, Definitions:  Amendments set out using boldface/ 



strikethrough text

    
○
UTCR 2.010, Form of Documents:  Amendments set out using boldface/strikethrough text

     
○
UTCR 2.100, Protected Personal Information in New Filings:  Current version set out with strikethrough text; Proposed new version follows (clean)


○
UTCR 2.110, Protected Personal Information in Existing Case File:  Current version set out with strikethrough text; Proposed new version follows as clean copy


○
UTCR 2.130, Family Law Confidential Personal Information:  Current version set out as clean copy (no proposed amendments; provided for information and context only)


○
UTCR 3.180, Media or Other Public Access Coverage of Court Events:  Amendments set out using boldface/strikethrough text


○
UTCR 21.010, 21.040(4),  Filing/Service by Electronic Means, Definitions; Format of Documents to be Filed Electronically :  Amendments set out using boldface/strikethrough text

●

UTCR chapter 22 (New):  Proposed new rule set out as clean copy (Section 7)
6. PROPOSED AMENDMENTS TO EXISTING UNIFORM TRIAL COURT RULES 

6.1 UTCR 1.110 

UTCR 1.110 Definitions TC "UTCR 1.110 " \f C \l "2" 
As used in these rules:

(1)
Court contact information means the following information about a person submitting a document:  the person’s name, a mailing address, a telephone number, and a fax number, if any, sufficient to enable the court to communicate with the person and to enable any other party to the case to serve the person under UTCR 2.080(1).  Court contact information can be other than the person’s actual address or telephone or fax number,  such as a post office box or message number, provided that the court and adverse parties can contact the person with that information.
(2)
Document means a pleading, a paper, a motion, a declaration, an application, a request, a brief, a memorandum of law, order, judgment or other instrument, including any attachment referred to in the instrument. Depending on the context, as used in these rules, “document” may refer to an instrument in either paper or electronic form.

(1)(3)
Party means a litigant or the litigant's attorney of record, or both, unless the context of a rule indicates otherwise.  In any rule describing court notice to a party, “party” means the litigant’s attorney of record, if the litigant is represented.[
]
(2)(4)  Trial Ccourt Aadministrator means the court administrator, the administrative officer of the records section of the court, and where appropriate, means the trial court clerk.

(3)(5)
Plaintiff and or Ppetitioner mean any party asserting a claim for relief, whether by way of claim, third-party claim, crossclaim, or counterclaim.

(4)(6)
Defendant and or Rrespondent mean any person against whom a claim for relief is asserted.

(5)(7)
Days mean calendar days, unless otherwise specified in these rules.
(8)
Secure case means:


(a) An adoption case subject to ORS 7.211; a juvenile court case subject to ORS chapters 419A, 419B, or 419C, including a habeas corpus proceeding related to a juvenile case; or a civil commitment case subject to ORS chapters 426 or 427, including a habeas corpus proceeding related to a civil commitment case; 


(b) A Family Abuse Prevention Act case, an Elderly Persons and Persons With Disability Abuse Prevention Act case, a civil stalking protective order case pursuant to ORS 30.866 or ORS 163.738, a criminal violation of court’s stalking protective order case pursuant to ORS 163.750, or a case initiated by registration of a protective order or related judgment rendered in another jurisdiction; and

(c) A probate case, including protective proceedings, power of attorney proceedings, trust proceedings, and habeas corpus proceedings related to a probate case, and a domestic relations case, including dissolution of marriage or domestic partnership, separation, annulment, paternity, custody, visitation, or support, and habeas corpus proceedings related to a domestic relations case.  
(9)
Secure proceeding means the following proceedings, regardless of the case type in which the proceeding occurs:


(a) A proceeding in chambers.


(b) A recess. 


(c) Voir dire or any other proceeding involving a juror occurring anywhere during the course of the trial in which the juror sits;


(d) Any notes or conversations intended to be private including, but not limited to, parties or attorneys and judges at the bench and conferences involving attorneys and their clients.


(e) A proceeding in which trade secrets are disclosed; and

(f) At a victim’s request, a sex offense proceeding.

6.2 UTCR 2.010

UTCR 2.010  FORM OF DOCUMENTS TC "UTCR 2.010 " \f C \l "2" 
The form of all documents, including pleadings and motions, except where a different procedure is specified by statute or rule, must be:

(1)
Definitions


(a) Document, as used in this rule means every paper filed in any type of proceeding. 


(b) Printed document means documents wholly or partially printed.

(2)(1)
Size of Documents


* * * *

(3)(2)
Documents Must be Printed or Typed


* * * * *

(4)(3)
Spacing, Paging and Numbered Lines


* * * * *

(5)(4)
Backing Sheets


The use of backing sheets is discouraged prohibited.  If used, they must be 8-1/2 x 11 inches, no heavier than 16-pound weight and not folded over at the top.
(6)(5)
Signature


* * * * *

(7)(6)
Attorney or Litigant Information


All documents must include the author's name, address, telephone number, fax number, if any, court contact information and, if prepared by an attorney, the name, e-mail address, and the Bar number of the author and the trial attorney assigned to try the case. Any document not bearing the name and Bar number of an attorney as the author or preparer of the document must bear or be accompanied by a certificate in substantially the form as set out in Form 2.010.76 in the UTCR Appendix of Forms.

(8)(7)
Distinct Paragraphs


* * * * *

(9)(8)
Exhibits


* * * * *

(10)(9)
Information at Bottom of Each Page


* * * * *

(11)(10)
Document Title


* * * * *

(12)(11) Orders, Judgments or Writs


* * * * *

(13)(12)
Citation of Oregon Cases


* * * * *

(14)(13)
Notice of Address or Telephone Number Change


An attorney for a party or an unrepresented party whose address or telephone number court contact information changes must immediately mail or deliver notification provide notice of such that change to the trial court administrator and all other parties.

(15)(14)
Application to Court Forms


* * * * *
6.3 UTCR 2.100 (current version appears in strike-out text; proposed new version follows)
UTCR 2.100
PROTECTED PERSONAL INFORMATION, NOT CONTACT INFORMATION, REQUIREMENTS AND PROCEDURES TO SEGREGATE WHEN SUBMITTING

(1)
Purpose.


(a) This rule establishes procedures for a person to identify and segregate protected personal information when submitting a document to a court in a case and to request the information be kept from inspection by the general public.


(b) This rule establishes a process for a court, when it grants a request under this rule, to protect the segregated, protected personal information from nonprotected information in a uniform way with an appropriate record.


(c) UTCR 2.130 establishes separate procedures and processes for protecting personal information in proceedings brought under ORS chapters 25, 106, 107, 108, 109, 110, and 416.
(2)
Information covered. As used in this rule:


(a) “Protected personal information” means specific individual facts that, unless segregated, would otherwise be in a submitted document to identify a person submitting the document or another person beyond that person’s name or to identify the financial activities of either and which the court is allowed or required by law to keep confidential.


(b) “Protected personal information” includes, but is not limited to:


(i)
Social security numbers, credit card numbers, bank or other financial account numbers, bank or other financial account locations, driver license numbers, financial account access numbers, or similar information that is used for financial transactions and can be kept confidential under ORS 192.502(2).


(ii)
Maiden names, birth dates, and places of birth that can be kept confidential under ORS 192.502(2).


(iii)
Facts about a person’s identity or the identity of the person’s financial activities that is other than contact information and that can be exempt from public inspection under the Oregon Public Records Law (OPRL, ORS 192.410 to 192.505).


(iv)
Facts other than contact information that can otherwise be protected under specific law, including, but not limited to, information protected by existing court orders.


(c)
“Protected personal information” does not include entire documents, contact information, or, except as ordered by a court, information that is not both personal and related to a person’s identity beyond their name or their financial activities.


(d)
“Contact information” means: the name of a person submitting a document or of a person on whose behalf a document is being submitted; telephone numbers; personal or business addresses; e-mail addresses; employer identification and address; or similar facts that make it possible for another to contact a person who is named in a document.

(3)
Relationship to other law. The following all apply to this rule:

(a)
Parties to proceedings under ORS 107.085 or 107.485 must segregate all social security numbers from all documents they submit related to the proceedings in the manner provided by UTCR 2.130. These social security numbers are confidential in the custody of the court as ORS 107.840 provides. Other than as this paragraph, UTCR 2.130, or SLR 2.101 of a court provides, this rule is not the exclusive means for a court to protect personal information from public inspection.


(b)
All judicial districts must allow requests to segregate protected personal information under this rule as a way to keep it separate from information subject to public inspection. However, courts may use SLR to establish other procedures related to identifying and protecting information courts are allowed or required to keep confidential. But, SLR 2.101 is preserved for purposes of a court to:


(i)
require use of forms or procedures under this rule as the exclusive way to identify specific protected personal information so a court can segregate the information and protect it from public inspection; and


(ii)
establish requirements supplemental to this rule as necessary to help administer this rule.


(c)
Nothing in this rule precludes a court from protecting information by appropriate court order.


(d
Nothing in this rule affects or applies to procedures for identifying and protecting contact information:


(i)
Of crime victims that is submitted to courts for processing restitution payments when restitution is sought and the information about a crime victim is kept confidential under ORS 18.048(2)(b).


(ii)
That can be made confidential under ORS 25.020(8)(d), 109.767(5), 110.375, or 192.445.

(4)
Procedure to follow. A person may only request protected personal information be segregated and protected under this rule when submitting it to a court in a case. The procedures under this rule may be used to identify and separately present protected personal information from any submitted document or form that is used to give information to a court. To do so, a person must do the following:


(a) 
Place in the document from which the protected personal information is being segregated a written notation to the effect that the information is being separately submitted under UTCR 2.100.


(b)
Complete an affidavit in substantially the form provided in UTCR Form 2.100.4a.  The affidavit:


(i)
Need not be notarized but must be signed by the requestor and contain language that the person knowingly gives the information under an oath or affirmation attesting to the truth of what is stated and subject to sanction by law if the person provides false information to the court.


(ii)
Must describe generally the protected personal information and set out the legal authority for protecting the information.


(c)
Complete an information sheet in substantially the form provided in UTCR Form 2.100.4b to duplicate the protected personal information sought to be segregated and attach the information sheet to the affidavit.


(d)
File the completed forms and attachments with the court along with, but not attached to, the document from which the protected personal information is segregated.


(e)
For purposes of UTCR 2.080, mail or deliver to parties a copy of the affidavit only, and not the information sheet or attachments to the information sheet.

(5)
More than once in a case. If a court segregates specific protected personal information from a specific document under this rule:


(a)
The court is under no obligation to look for or segregate the same protected personal information from other documents in the file for that case or other cases that were not specifically addressed by a request under this rule or from any documents subsequently submitted to the court except when procedures under this rule to segregate from the specific document are again used.


(b)
As long as the specific protected personal information remains current, a person need not submit an affidavit and information sheet under this rule each subsequent time the already segregated information would be submitted in that case. The person may simply add a written notation to any document subsequently submitted to the effect that the information has already been submitted in that case under UTCR 2.100.

(6)
Court response. When a completed request is filed under this rule and the court grants the request to segregate, the court will do the following:


(a) Separate the UTCR Form 2.100.4b from the affidavit and maintain that form and any attachments to it as not subject to public inspection unless there is a question about the court’s legal authority to keep the specific information from public inspection.  The requestor need not obtain the signature of a judge. As official custodian of the case file under the OPRL, the trial court administrator will resolve any question about whether, or the extent to which, information may be kept from disclosure under this rule unless statute or court order expressly provides otherwise. A request under this rule to keep information confidential, segregated, or exempt from public inspection is not subject to challenge and hearing except as specifically required by law.


(b)
Keep the affidavit in the case file.


(c) Send notice confirming that a request is granted or denied only if the person includes a self-addressed, postage prepaid postcard that the court can use for that task. The postcard must also include the following text, to be filled in as indicated for the court to mail:

“Dear _________________________(person requesting print your name here), Your request of _____________ (insert date of request) to segregate specific protected personal information from information the general public can inspect in the case file for case number ______________(insert case number) in the Circuit Court for _______________(insert county) County (the court will check and complete the appropriate following response before mailing):

□ Was granted on ________________(court will insert date) and the segregated information sheet you submitted will be maintained separately from information available for public inspection. ____(initial of appropriate court employee)

□ Was denied in part or entirely because (court will explain and provide contact information for further action):___________________________________. 
________________________________________________________________.”

(7)
Limits on protection. When the court grants a request under this rule, the court will protect the submitted Form 2.100.4b from being placed where the general public can inspect it.  However, the following limits apply to this confidentiality:


(a)
A person may inspect the information sheet or attachments that person submitted.


(b)
A person other than the person who submitted the information sheet or attachments may inspect the information sheet or attachments with a currently effective release by the person whose information is protected. The release must be signed by the person giving the release, dated, and establish a period during which the release will be effective.


(c)
Any person who has a right by law to inspect the information sheet or attachments may do so. This includes Oregon Judicial Department personnel who require the information for their work.


(d)
Courts will share the information sheets and attachments with other government agencies as required or allowed by law, without court order or application under subsection (8) of this rule, for purposes of the business of those agencies. Those agencies are required to maintain the information as confidential as provided under ORS 192.502(10).


(e)
Courts will share the information sheets and attachments with the entity primarily responsible for providing support enforcement services under ORS 25.080 and under the requirements of 42 USC 666 without application under subsection (8) of this rule in any case in which spouse or child support is ordered.

(8)
Inspecting or copying protected personal information. Except as specifically provided in subsection (7) of this rule, any person who seeks to inspect or copy information segregated and kept from public inspection under this rule must make the request by using a form substantially like UTCR Form 2.100.8 and copy the requestor shown on the affidavit and parties to the case as required by UTCR 2.080. A court will only grant a request if the person requesting has a right by law, including this rule, to see the information. The court will indicate on the form its response to the request and maintain a copy of all the request forms, with its response, in the case file as a public record.

(9)
Denied requests. If a court denies a request under this rule:


(a)
For every piece of personal information on a UTCR Form 2.100.4b, the court will attach the affidavit and form to the document from which the information was segregated and place all in the case file.

(b)
For only some of the personal information on a UTCR Form 2.100.4b, the court will:


(i)
create a copy of the form where the information to be protected is redacted,


(ii)
protect the original form as otherwise provided in this rule, and


(iii)
attach the affidavit and the redacted copy of the form to the document from which the information was segregated and place the affidavit and redacted copy of the form in the case file.

UTCR 2.100  SEGREGATION OF PROTECTED PERSONAL INFORMATION IN NEW FILINGS

(1)
Purpose; Non-Exclusive Means.


(a)
This rule establishes procedures for a person to segregate protected personal information from nonprotected information when submitting a new filing in a court case, in a uniform way with an appropriate record, and to request that the information be kept from inspection by the general public or, in some instances, by other parties to the case.


(b)
Parties should not include protectable personal information in a court document, unless the information is required by law or integral to the document.


(c)
Nothing in this rule precludes a court from protecting information by appropriate court order; neither is this rule the exclusive means for a court to protect personal information from public inspection; see, for instance, UTCR chapter 22.

(2)
Information covered. As used in this rule:


(a)
“Protected personal information” means personal information protected from disclosure to the public or other parties to a case by law, rule or court order, and personal information that, if disclosed to the public or other parties to a case, would constitute an unreasonable invasion of privacy, absent the person’s consent to disclosure.

(b) “Protected personal information” includes, but is not limited to the following information:


(i)
Social Security numbers, driver license or state identification card, passport or other United States identification numbers, taxpayer identification numbers; employer identification numbers, business identification numbers, and active credit or debit card, open bank or other financial account numbers (including personal identification numbers) or similar information that is used for financial transactions. This rule applies to only complete numbers; truncated numbers are not protected personal information within the meaning of this rule.


(ii)
Names of minors and full birth dates.  A truncated birth date consisting of only the year of birth is not personal protected information within the meaning of this rule.

(iii)
A person’s residential address, unless the person’s residential address is required by law or integral to the document.  Court contact information as defined in UTCR 1.110(1) is not protected personal information within the meaning of this rule.

(c)
“Protected personal information” includes the following documents or copy of any such document:


(i)
A Social Security card;


(ii)
A birth certificate, certificate of live birth or other similar document that discloses the birth date of a person, unless the birth date is truncated or concealed;


(iii)
A receipt with a check image, unless any account number on the receipt is truncated or concealed;


(iv)
A list or an inventory of assets and liabilities that includes reference to bank or other financial account information protected under paragraph (2)(b)(i) of this rule;


(v)
A photograph of a natural person; and


(vi)
Material that the filing party considers obscene or sexually explicit.

(3)
Relationship to other law.


(a)
UTCR 2.130 defines confidential personal information and establishes separate procedures for protecting that information in proceedings brought under ORS chapters 25, 106, 107, 108, 109, 110, and 416, including segregating social security numbers as provided in ORS 107.840 in proceedings under ORS 107.085 or 107.485.

(b) This rule is not applicable to secure cases as defined in UTCR 1.110(8)(a) and (b).

(c)
Nothing in this rule affects or applies to procedures for identifying and protecting contact information that can be made confidential under ORS 25.020(8)(d), 109.767(5), 110.375, or 192.445.

(4)
Procedure to follow.  The procedures prescribed in this subsection apply to a person requesting segregation of protected personal information in a document being submitted to a court.

(a)
The person must:


(i)
Place a written notation to the effect that the information is being separately submitted under UTCR 2.100:

(A)
On the document from which protected personal information under subsections (2)(a) and (b) is being segregated, or


(B)
In the filing that includes a protected document under subsection (2)(c) of this rule.

(ii) Complete a request in the form of an affidavit in substantially the form provided in UTCR Form 2.100.4aii.  As used in this rule, “affidavit” includes a declaration under ORCP 1 E.  The affidavit must be signed by the requestor, contain wording that the person knowingly gives the information under an oath or affirmation attesting to the truth of what is stated and subject to sanction by law if the person provides false information to the court, describe generally the protected personal information, and set out the legal authority for protecting the information or state why disclosure of the information would constitute an unreasonable invasion of privacy.


(iii) Complete an information sheet in substantially the form provided in UTCR Form 2.100.4aiii identifying the protected personal information sought to be segregated and attach the information sheet to the affidavit.


(iv) File the completed forms and attachments with the court along with, but not attached to, the document from which the protected personal information is segregated.


(v) For purposes of UTCR 2.080, and except as provided in paragraph (b) of this subsection, mail or deliver to all parties in the case a copy of the request.


(b)
The person may include in the affidavit required under subsection (4)(a)(ii) of this rule a request that the protected personal information not be disclosed to one or more parties to the case.  If the person makes such a request, for purposes of UTCR 2.080, the person must mail or deliver to all parties to the case a copy of the affidavit and the document from which information is segregated, if any, but not the information sheet, attachments to the information sheet, or the separate document that is protected personal information.


(c) The person may ask the court to provide notice of confirmation that the request to protect personal information was granted or denied by submitting to the court a self-addressed, postage prepaid postcard that the court can use for that purpose.

(d) For the purposes of UTCR chapter 22, the information or document to be segregated must be labeled “UTCR ch 22 Parties-Only -- UTCR 2.100.” If the court authorizes nondisclosure of the protected information to only one or more parties under paragraph (4)(b) of this rule, the information or document to be segregated must be labeled “UTCR ch 22 Limited-Party-Only -- UTCR 2.100.”

(5)
Objections; Dispositions of Requests.


(a) Any person with standing to do so may object to a request filed under this rule to protect personal information from disclosure to the public or to another party.  The court, including the court administrator, may raise a question regarding whether a document should be protected against disclosure to the public or to another party in the case.  If the court on its own initiative raises a question regarding disclosure under this rule, the court must give notice to the parties and opportunity for the parties to be heard before resolving the matter.


(b) Unless a law, rule, or court order expressly provides otherwise, the trial court administrator may resolve the objection or question, or may refer the matter to the court for resolution.  If the trial court administrator decides the matter, any person dissatisfied with the resolution may request the court to review the decision.


(c)
Unless an objection is filed, or the court raises a question, regarding disclosure of protected information to the public or another party to the case and until the matter is resolved, a request to protect against disclosure of protected information under this rule is deemed granted.

(6)
Other Filings.


(a)  If a court authorizes segregation of protected personal information or document as provided in this rule, as long as the protected personal information or document remains current, a person need not submit a new request under this rule each subsequent time the person includes the protected personal information or document in a court filing.  The person need only add a written notation to the document to the effect that the information or document already has been submitted in the case under UTCR 2.100.


(b) A filing under this rule does not result in segregation of previously submitted information that can be segregated under UTCR 2.110; neither does it apply to filings in other cases. 

(7)
Limits on protection. If a request for protection against disclosure of protected personal information or a document is granted under this rule, the following apply:


(a)
A person may inspect the protected personal information or document that person submitted.


(b) A person other than the person who submitted the protected personal information or document may inspect the protected information or document with a currently effective release by the person whose information is protected. The release must be signed by the person giving the release and dated, and establish a period during which the release will be effective.


(c) Any person who has a right by law to inspect the protected personal information or document may do so, including, but not necessarily limited to:


(i)
Any other party to the case, unless the person who filed the personal protected information or document requested otherwise and the request was granted or deemed granted by the court and 


(ii)
Oregon Judicial Department personnel who require the information for their work.


(d)
Courts will share the protected personal information or document with government agencies as required or allowed by law, without court order or application under subsection (8) of this rule, for purposes of the business of those agencies. Those agencies are required to maintain the information as confidential as provided under ORS 192.502(10).


(e)
Courts will share the protected personal information or document with the entity primarily responsible for providing support enforcement services as required or allowed under ORS 25.080 and 42 USC § 666 without application under subsection (6) of this rule in any case in which spouse or child support is ordered.

(8)
Inspecting or copying protected personal information. Except as specifically provided in subsection (7) of this rule, any person who seeks to inspect or copy information or a document protected under this rule must make the request by using a form substantially like UTCR Form 2.100.8 and serve a copy on the requestor shown on the affidavit and parties to the case as required by UTCR 2.080. A court will grant a request only if the person requesting has a right by law, including this rule, to see the information or document. The court will indicate on the form its response to the request and maintain a copy of all the request forms, with its response, in the case record.

Form 2.100.4aii – REQUEST TO SEGREGATE PROTECTED PERSONAL INFORMATION IN NEW FILING; AFFIDAVIT/DECLARATION IN SUPPORT – UTCR 2.100(4)(a)(ii)
IN THE CIRCUIT COURT OF THE STATE OF OREGON

FOR COUNTY

_____________Division - ___________________________________



(court’s address and phone number)

Case name:




)
CASE No.______________

_______________________________
)
Plaintiff Name




)
UTCR 2.100 REQUEST TO SEGREGATE






)
PROTECTED PERSONAL
v.





)
INFORMATION; AFFIDAVIT/
_______________________________
)
DECLARATON IN SUPPORT, FROM 
1ST Defendant Name



)
CONCURRENTLY FILED DOCUMENT
IMPORTANT NOTE TO PERSON COMPLETING THIS REQUEST: Except as specifically ordered by a court, this request and UTCR form 2.100.4b cannot be used for to protect court contact information (addresses, telephone numbers, employer identification, and similar information that can be used by the court and other parties to contact someone, see UTCR 2.100 1.110). The type of information that can be protected by this form is limited to what is listed identified in UTCR 2.100(2).

To the court: Pursuant to UTCR 2.100, I request that the protected personal information in the form attached to this request be segregated from information that the general public can or another party may see in the case noted above.

The protected personal information I request to be segregated is as follows:

____________________________________________________________________________
A. The following is a general description of
B. The following is the legal authority by
of the protected personal information
by which or reason I believe this  

or protected document (example
information may be exempt from public 

description: “my social security number” or ,
inspection (cite to statute, rule, case, etc. or 
“father’s bank account number” or “copy of my
state why disclosure would constitute an 
Social Security card”). Do not include specific
unreasonable invasion of privacy).  Row 

protected personal information here.
numbers correspond to those in column A.
Add rows in both columns as necessary.

___________________________________________________________________________

1.
1.

___________________________________________________________________________
2.
2.

___________________________________________________________________________
3
3

________________________________________________________________________


4.
4.

PERSON MAKING REQUEST MUST COMPLETE ALL THE FOLLOWING AS INDICATED:

1. _____(Initial to confirm) The specific protected personal information described above is provided on the attached UTCR 2.100 segregated information sheet.

2. _____(Initial to confirm) I have segregated the information described above from another document or form that I am submitting at the same time, (describe document or form) , to keep the protected information from being available to the general public or another party or both. I appropriately noted in that other document the places where information has been provided in the attached information sheet rather than in that document. (No fee is charged when information is segregated at time of submission.)

3. I (initial one) ___have OR ___have not attached a self-addressed, stamped postcard

with language required by UTCR 2.100 so that the court can inform me of its response to this request.

4. _____(Initial to confirm) I understand that while the protected personal information may be withheld from the general public if this request is granted, it may still be available to some persons and government agencies as described in UTCR 2.100.

5. _____(Initial to confirm, “na” if not applicable) If this document was prepared by someone who is not an attorney, I have attached a completed document preparation certification that applies to both this request and the attached form as required by UTCR 2.010(7).

6. _____(Initial to confirm) I have mailed or delivered copies of this request (not including the attached UTCR Form 2.100.4baiii and its attachments) to the persons required by UTCR 2.080.  I hereby declare that the above statement is true to the best of my knowledge and belief, and that I understand it is made for use as evidence in court and is subject to penalty for perjury.

Date ___________________________

Signature__________________________________ 
OSB# (if applicable)_______________


Type or print name________________________

For office use:

Request ___ granted OR ___denied (state reason)________________________________

____________________________________________________________________________.
.

Date:___________________________







TRIAL COURT ADMINISTRATOR






                                    



By___________________________________________

6.4 UTCR 2.110 (current version appears in strike-out text; proposed new version follows)
UTCR 2.110
PROTECTED PERSONAL INFORMATION, NOT CONTACT INFORMATION, PROCEDURES TO SEGREGATE WHEN INFORMATION ALREADY EXISTS IN A CASE FILE

(1)
Purpose. This rule establishes:


(a)
Procedures for a person to identify and segregate protected personal information when that information already exists in a document in a court case file and to request the information be kept from inspection by the general public.


(b)
A process for a court, when it grants a request under this rule, to segregate and protect personal information from nonprotected information in the case file in a uniform way with an appropriate record.

(2)
Information Covered. This rule may be followed to segregate and protect the same information already existing in a case file that could be segregated and protected at the time of submission under UTCR 2.100 and UTCR 2.130. The definitions in UTCR 2.100 apply to this rule.

(3)
Relationship to Other Law. The following all apply to this rule:


(a)
This rule is not the exclusive means for a court to protect personal information in case files from public inspection.


(b)
Courts may use SLR to establish other procedures related to identifying and protecting information courts are allowed or required to keep confidential. But, SLR 2.111 is preserved for purposes of a court to:


(i)
require use of forms or procedures under this rule to identify specific protected personal information so that a court can segregate the information and protect it from public inspection; and


(ii)
establish requirements supplemental to this rule as necessary to help administer this rule.


(c)
Nothing in this rule affects or applies to procedures for identifying and protecting contact information:


(i)
Of crime victims that is submitted to courts for processing restitution payments when restitution is sought and the information about a crime victim is kept confidential under ORS 18.048(2)(b).


(ii)
That can be made confidential under ORS 25.020(8)(d), 109.767(5), 110.375, or 192.445.

(4) 
Procedure to Follow. A person may only request protected personal information be segregated under this rule when the information is already in a document that has become part of a court case file. To do so, a person must do all the following:


(a) Complete an affidavit in substantially the form provided in UTCR Form 2.110.4a.  The affidavit:


(i)
Need not be notarized but must be signed by the requestor and contain language that the person knowingly gives the information under an oath or affirmation attesting to the truth of what is stated and subject to sanction by law if the person provides false information to the court.


(ii)
Must describe generally the protected personal information and set out the legal authority for protecting the information.


(iii)
Must specifically identify the case file, document in the case file, and the page number of the page that is sought to be redacted.


(iv)
Must be accompanied by a copy of that page sought to be redacted showing specifically the protected personal information to be redacted.


(b)
Complete an information sheet in substantially the form provided in UTCR Form 2.100.4b to duplicate the protected personal information sought to be segregated and attach the information sheet to the affidavit.


(c)
File the completed forms and attachments with the court.


(d)
Pay the required fee set by Chief Justice Order.


(e)
For purposes of UTCR 2.080, mail or deliver to parties a copy of the affidavit only and not the information sheet or attachments to the information sheet.

(5)
Court Response. When a completed request is filed under this rule and granted by the court, the court will do the following:


(a)
Segregate and protect the specifically identified protected personal information from the specific location in the specific document that is the object of the request unless there is a question about the court’s legal authority to keep the specific information from public inspection. The requestor need not obtain the signature of a judge. As official custodian of the case file under the OPRL, the trial court administrator will resolve any question about whether, or the extent to which, information may be kept from disclosure under this rule unless statute or court order expressly provides otherwise. A request under this rule to keep information confidential, segregated, or exempt from public inspection is not subject to challenge and hearing except as specifically provided by law.


(b)
Separate and maintain the information sheet and any attachments as not subject to public inspection. Once the information sheet is separated, place the affidavit in the case file.


(c)
Replace any page from which the specific information is removed with a redacted copy of the page and keep the original, unmodified page with the information sheet and its attachments. Any substitute page from which the specific information is removed will include a notation of the date and responsible individual and that the redacting was done under this rule. Courts will separate information and redact documents under this rule according to the State Court Administrator’s direction, or as otherwise specifically provided by law.


(d)
Send a notice confirming completion of work, that work cannot be completed for some reason, or that a request is denied only if the person includes a self-addressed, postage prepaid postcard that the court can use for that task. The postcard must also include the following text to be filled in as indicated for the court to mail:

“Dear____________________ (person requesting print your name here),
Your request of ________________(insert date of request) to segregate specific personal information from information the general public can inspect in the case file for case number__________________ (insert case number) in the Circuit Court for ________________(insert county) County   ____ (court will check and complete the appropriate following response):

□ Was completed on ___________(insert date).  ____ (initials of appropriate court employee)

□ Could not be completed because (explain and provide contact information for further action):____________________________________________________.
□ Was denied because (explain and provide contact information for further action):________________________________________________________________.”
(6)
Time Limits, Court Authority to Refuse Request Based on Resources. This rule sets no time limit for courts to segregate information from existing court records when requested under this rule. Courts have a reasonable time given their ordinary workload and resources available. And, notwithstanding other parts of this rule, a court is not required to segregate information from existing court records based on a request under this rule if the workload created would adversely affect the resources available for a court to perform its ordinary duties.

(7)
Parts of UTCR 2.100 and UTCR 2.130 that apply to this rule. The following subsections of UTCR 2.100 are applicable to this rule: (2), (5), (7), (8), and (9). The following subsections of UTCR 2.130 are applicable to this rule: (2), (4), (7), and (9). 2.110.
6.5 UTCR 2.110
SEGREGATION OF PROTECTED PERSONAL INFORMATION IN EXISTING CASE FILE
(1)
Purpose. This rule establishes procedures for a person to segregate protected personal information and documents from nonprotected information and documents, in a uniform way with an appropriate record, when that information already exists in a document in a court case file, and to request that the information be kept from inspection by the general public or other parties to the case.

(2)
Information Covered. This rule may be followed to segregate and protect against disclosure the same information already existing in a case file that could be segregated and protected at the time of submission under UTCR 2.100 and UTCR 2.130.  The following subsections of UTCR 2.100 are applicable to this rule: (2), (3), (5), (6), (7), and (8). The following subsections of UTCR 2.130 are applicable to this rule: (1), (2), (6), (9), and (10).

(3)
Procedure to Follow. The procedures prescribed in this subsection apply to a person requesting that the court protect against disclosure of protected personal information in, or a protected personal document that is part of, a document that already is part of a court case file.


(a) The person must:


(i)
Complete a request in the form of an affidavit in substantially the form provided in UTCR Form 2.110.3ai.  As used in this rule, “affidavit” includes a declaration under ORCP 1 E.  The affidavit:

(A)
Need not be notarized but must be signed by the requestor, and must contain wording that the person knowingly gives the information under an oath or affirmation attesting to the truth of what is stated and subject to sanction by law if the person provides false information to the court. 


(B) Must describe generally the protected personal information and set out the legal authority for protecting the information or state why disclosure of the information would constitute an unreasonable invasion of privacy.


(C) Must specifically identify the case file, document in the case file, and the page number of the page that is sought to be redacted.


(D) Must be accompanied by a copy of the page or pages sought to be redacted showing specifically the protected personal information to be redacted.


(ii)
Complete an information sheet in substantially the form provided in UTCR Form 2.100.4aii identifying the protected personal information sought to be segregated and attach the information sheet to the affidavit.


(iii)
File the completed forms and attachments with the court.


(iv)
Pay the required fee set by Chief Justice Order.


(v)
For purposes of UTCR 2.080, mail or deliver to all parties in the case a copy of the request.


(b) The person may ask the court to provide notice of completion of work, that work cannot be completed for some reason, or that a request is denied by submitting to the court a self-addressed, postage prepaid postcard that the court can use for that purpose.

(c) For the purposes of UTCR chapter 22, the information or document to be segregated must be labeled “UTCR ch 22 Parties-Only Document Under UTCR 2.110.” If the court authorizes non-disclosure of the protected information to only one or more parties under UTCR 2.100 or 2.130, the information or document to be segregated must be labeled “UTCR ch 22 One-Party-Only Document Under UTCR 2.110.”

(4)
Time Limits. This rule sets no time limit for courts to segregate information from existing case records when requested under this rule. Courts have a reasonable time given their ordinary workload and resources available.

6.6 Form 2.110.4a3ai  --  REQUEST TO REDACT PROTECTED PERSONAL INFORMATION FROM EXISTING CASE FILE; AFFIDAVIT/DECLARATION IN SUPPORT – UTCR 2.110 (4)(a)(3)(a)(i)
IN THE CIRCUIT COURT OF THE STATE OF OREGON

FOR COUNTY ___________

____________ Division - _____________________________








(court’s address and phone number)

Case name:

____________________________
)
CASE No. ______________

Plaintiff Name



)



v.


)
UTCR 2.110 
____________________________
)
REQUEST TO REDACT PROTECTED 
1ST Defendant Name
)
PERSONAL INFORMATION; FROM

)
DOCUMENT EXISTING IN CASE


)
FILEAFFIDAVIT/DECLARATION IN SUPPORT
IMPORTANT NOTE TO PERSON COMPLETING THIS REQUEST: Except as specifically ordered by a court, this request and UTCR Form 2.100.4b cannot be used for to protect court contact information (addresses, telephone numbers, employer identification, and similar information that can be used by the court or other parties to contact someone, see UTCR 2.110 1.110). The type of information that can be protected by this form is limited to what is listed identified in UTCR 2.100(2).

To the court: Pursuant to UTCR 2.110, I request that the protected personal information in the form attached to this request be redacted from a document in the case file for the case noted above that the general public can or other parties may see.

The protected personal information I request to be segregated is as follows:

___________________________________________________________________________

A. The following is a general description of
B. The following is the legal authority by
of the protected personal information
by which or reason I believe this  

or protected document (example
information may be exempt from public 

description: “my social security number” or ,
inspection (cite to statute, rule, case, etc. or 
“father’s bank account number” or “copy of my
state why disclosure would constitute an 
Social Security card”). Do not include specific
unreasonable invasion of privacy).  Row 

protected personal information here.
numbers correspond to those in column A.
Add rows in both columns as necessary.

____________________________________________________________________________

1.
1.

____________________________________________________________________________
2.
2.

____________________________________________________________________________
3
3

____________________________________________________________________________
4.
4.

PERSON MAKING REQUEST MUST COMPLETE ALL THE FOLLOWING AS INDICATED:

1. (Initial to confirm)___. The specific protected personal information described 
above is provided on the attached UTCR 2.100.4aii segregated information

sheet.

2. The specific protected personal information is in the document in the case file 
that the following identifies:


a. Case file number where found: _________________________.


b. Description of document containing the information: __________________.


c. Page number (identification) of the page(s) containing the information: ___.


d. A copy of the object page(s) showing specifically the information to be 


redacted is attached (required):

□  Yes
□ No

3. I have attached the required fee of $___ per page for all of the _________ (number 
of pages) pages I have requested be redacted for a total amount of $_________ 
(total amount of check or money order attached).
□ Yes
□ No

4. I (initial one) ___have OR ___have not attached a self-addressed, stamped 
postcard with language required by UTCR 2.110 so that the court can 
inform me of its response to this request.

5. (Initial to confirm) ____ . I understand that while the protected personal 
information may be withheld from the general public if this request is granted, it may still be available to some persons and government agencies for purposes described in UTCR 2.100.

6. (Initial to confirm, write “na” if not applicable)___. If this document was prepared by someone who is not an attorney, I have attached a completed document preparation certification that applies to both this request and the attached form as required by UTCR 2.010(7).

7. (Initial to confirm)____ . I have mailed or delivered copies of this request (not 
including the attached UTCR Form 2.100.4b and its attachments) to the persons required by UTCR 2.080.

I hereby declare that the above statement, the attached information sheet, and any attachments to the information sheet are true to the best of my knowledge and belief, and that I understand it is made for use as evidence in court and is subject to penalty for perjury.

Date ___________________________
Signature__________________________________ 

OSB# (if applicable)_______________


Type or print name________________________

For office use:

Segregation ___ granted OR ___denied (state reason)________________________________

____________________________________________________________________________.

Date:___________________________







TRIAL COURT ADMINISTRATOR







By__________________________________________

6.7 UTCR 2.130

2.130
FAMILY LAW CONFIDENTIAL PERSONAL INFORMATION

(1)
Definitions.  As used in this rule:


(a)
“Confidential personal information” means a party’s or a party’s child’s social security number; date of birth; driver license number; former legal names; and employer’s name, address, and telephone number.


(b)
“Confidential Information Form” (CIF) means a document substantially in the form provided in UTCR Form 2.130.1.


(c)
“Inspect” means the ability to review and copy a CIF to the same extent as any other document contained in a court file.


(d)
“Document” has the same meaning as used in UTCR 21.010(2).

(2)
Mandatory Use of the CIF. 


(a)
When confidential personal information is required by statute or rule to be included in any document filed in a proceeding initiated under ORS chapters 25, 106, 107, 108, 109, 110, or 416, the party providing the information:



(i)
must file the information in a CIF, 



(ii)
must not include the information in any document filed with the court, and



(iii)
must redact the information from any exhibit or attachment to a document filed with the court, but must not redact the information from a court-certified document required to be filed by statute or rule.


(b)
This rule does not apply to the information required in a money award under ORS 18.042.


(c)
Documents filed in a contempt action filed in a proceeding under ORS chapters 25, 106, 107, 108, 109, 110, or 416 are also subject to this rule.


(d)
A party must file a separate CIF for each person about whom the party is required to provide confidential personal information.


(e)
The confidential personal information of a minor child must be included in the CIF of the party providing the information.

(3)
Amending the CIF.  A party must file an amended CIF when filing a document requiring confidential personal information about any party that has changed or is not contained in a previous CIF.

(4)
Form.  A CIF or an amended CIF must be substantially in the form provided in UTCR Form 2.130.1.

(5)
Segregation.  The court must segregate the CIF from documents that are subject to public inspection.  Public inspection of a CIF is prohibited except as authorized by this rule or other provision of law.

(6)
Access and Confidentiality.


(a)
A party may inspect a CIF that was filed by that party.


(b)
A party to a proceeding may inspect a CIF filed by another party:



(i)
upon filing a written, notarized consent signed and dated by the party whose information is to be inspected that states the dates during which the consent is effective; or



(ii)
upon entry of an order allowing inspection under UTCR 2.130(10)(a); or



(iii)
if the CIF sought to be inspected contains only the inspecting party’s confidential personal information.


(c)
A person other than a party to the proceeding may inspect a CIF upon filing a written, notarized consent signed and dated by the party whose information is to be inspected.  The consent must state the dates during which the consent is effective.


(d)
This rule does not limit a person’s legal right to inspect a CIF as otherwise allowed by statute or rule.


(e)
Oregon Judicial Department personnel may have access to a CIF when required for court business.


(f)
Courts will share a CIF with the entity primarily responsible for providing support enforcement services under ORS 25.080 or 42 USC 666.  A person receiving information under this section must maintain its confidentiality as required by ORS 25.260(2) and 192.502(10).


(g)
Courts will share a CIF with other government agencies as required or allowed by law for agency business.  Those agencies must maintain the confidentiality of the information as required by ORS 192.502(10).


(h)
Unless otherwise ordered or authorized by law, any person inspecting a CIF must not further disclose the confidential personal information.  Violation of this provision may subject a person to contempt of court under ORS 33.015 to 33.155.

(7)
Notation on Documents.  When a statute or rule requires a party to provide confidential personal information in a document filed with the court, the party must not provide the information in the document and must note on the document that the information has been separately filed under UTCR 2.130.

(8)
Mail or Delivery to Other Parties.  A party filing an original or amended CIF must mail or deliver notice to all parties to the proceeding that a CIF or amended CIF has been filed and must file a certificate of mailing or delivery.  The notice must be substantially in the form provided in UTCR Form 2.130.2.

(9)
Court Under No Obligation to Review File for Protected Information.  Subject to UTCR 2.110, the court is not required to redact confidential personal information from any document, regardless of when filed.
 (10) Motion or Request to Inspect a CIF.


(a)
A party may file a motion and supporting affidavit for an order allowing inspection of a CIF containing the confidential personal information of another party.  The court may grant the motion only after service on all parties and an opportunity for objection and hearing.


(b)
Any person not a party to the proceeding may file a request and supporting affidavit requesting inspection of a CIF.  The person must serve the request and supporting affidavit on all parties to the proceeding in the manner prescribed for service of summons in a civil action or by certified mail, return receipt requested.  The court must allow the requesting person to inspect the CIF if the court finds, after notice and an opportunity for a hearing, that the requesting person is legally entitled to inspect the CIF, subject to subsection (c) below. 


(c)
The court must deny a motion or request to inspect a CIF if the court finds any of the following:



(i)
A Finding of Risk and Order for Nondisclosure of Information has been entered by the Administrator of the Oregon Child Support Program under OAR 137-055-1160 for the party whose CIF is sought to be inspected.



(ii)
A restraining order or other protective order is in effect that protects the party or the party’s children from the person requesting inspection of the CIF.



(iii)
The health, safety, or liberty of the party or the party’s children whose CIF is sought to be inspected would be jeopardized or unreasonably put at risk by disclosure of the CIF to another person.


(d)
If the court grants a motion or request for an order allowing inspection of a CIF,



(i)
the court may limit the extent of disclosure and may enter such protective orders as are necessary to balance the personal, privacy, and safety interests of the parties or children with the legal interest of the person seeking access; and



(ii)
the requesting party must mail or deliver a copy of the order to all other parties and must file a certificate of mailing or delivery.

(11)
 Other Court Orders.


(a)
This rule is not the exclusive means for a court to protect personal information from public inspection.


(b)
Nothing in this rule:



(i)
Precludes a court from protecting information by appropriate court order.



(ii)
Limits procedures for identifying and protecting contact information of crime victims that is submitted to courts for processing restitution payments when restitution is sought and the information about a crime victim is kept confidential under ORS 18.048(2)(b).



(iii)
Limits the availability of procedures for protecting information, other than confidential personal information protected by this rule, under ORS 25.020(8)(d), 109.767(5), 110.375, 192.445, or any other rule or law.

IN THE CIRCUIT COURT OF THE STATE OF OREGON

FOR ___________________ COUNTY
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	Case No.: ____________________

FAMILY LAW CONFIDENTIAL INFORMATION FORM (CIF)
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This document is not accessible to the public or other parties.  Exceptions may apply.  See UTCR 2.130.
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The names of the parties and the children, as well as the children’s ages, are NOT confidential.  



	Former Legal Name(s) (if applicable):

	Date of Birth:

	Social Security Number:

	Driver License (Number and State):

	Employer’s Name, Address, and Telephone Number:




Page 1 – Form 2.130.1 – FAMILY LAW CONFIDENTIAL INFORMATION FORM – UTCR 2.130

(Revised 9-1-10)

	Children’s Names (Last, First, Middle)
	
	Date of Birth
	Social Security Number

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Please attach an additional sheet if there are more than five children involved in the proceeding.

I hereby declare that the above statements are true to the best of my knowledge and belief and that I understand they are made for use as evidence in court and are subject to penalty for perjury.
Date:__________________________   Signature:________________________________________
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IN THE CIRCUIT COURT OF THE STATE OF OREGON
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I am the (check one box):
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I filed Confidential Information Forms with the court about the following parties to this case (complete a section for each party for whom you have filled out a CIF):

1)
Name (Last, First, Middle):_____________________________________________________

[image: image31.wmf] Petitioner  [image: image32.wmf] Respondent  [image: image33.wmf] Co-Petitioner  [image: image34.wmf] Adult Child  [image: image35.wmf] Other:__________________

Confidential Personal Information contained in CIF (check all that apply): 

[image: image36.wmf] party’s social security number, [image: image37.wmf] party’s date of birth, [image: image38.wmf] children’s social security number,

[image: image39.wmf] children’s date of birth, [image: image40.wmf] employer’s name, address, and telephone number, [image: image41.wmf] driver license number, [image: image42.wmf] former legal name(s).

Page 1 – Form 2.130.2 – NOTICE RE: FILING OF CONFIDENTIAL INFORMATION FORM – UTCR 2.130

(Revised 9-1-10)
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Name (Last, First, Middle):_____________________________________________________
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6.8 UTCR 3.180

UTCR 3.180  Media or Other Public Access Coverage of Court Events
(1)
Courtrooms. Upon request or on the court’s own motion, after notice to all parties, public access coverage shall be allowed in any courtroom, except as provided under this rule.

(2)
 There shall be no public access coverage of the following: a secure case, as defined in UTCR 1.110(8), or a secure proceeding, as defined in UTCR 1.110(9).

(a)
Proceedings in chambers. 

(b)
Any notes or conversations intended to be private including, but not limited to, counsel and judges at the bench and conferences involving counsel and their clients.

(c)
Dissolution, juvenile, paternity, adoption, custody, visitation, support, mental commitment, trade secrets, and abuse, restraining and stalking order proceedings.

(d)
At a victim's request, sex offense proceedings.

(e)
Voir dire.

(f)
Any juror anywhere during the course of the trial in which he or she sits.

[(g)
Recesses.]
(3) 
Limitations on Denial of Public Access Coverage in Courtrooms. A judge may deny a request for or terminate public access coverage only if the judge makes findings of fact on the record setting forth substantial reasons for the denial. The judge may prohibit public access coverage if there is a reasonable likelihood of any of the following:


(a) 
The public access coverage would interfere with the rights of the parties to a fair trial or would affect the presentation of evidence or outcome of the trial.


(b) 
Any cost or increased burden resulting from the public access coverage would interfere with the efficient administration of justice.

(4)
A judge may summarily prohibit public access coverage of a particular witness only if the judge finds on the record that public access coverage would endanger the welfare of the witness or materially hamper the witness' testimony.

(5) 
Areas Outside of Courtrooms. The presiding judge may allow public access coverage in any area outside the courtroom that is on the courthouse premises and under the control and supervision of the court. Courts are encouraged to designate an area or areas outside the courtroom that is on the courthouse premises for public access coverage. For areas subject to this subsection, each judicial district, by SLR, may establish, for any court location, procedures for obtaining permission for public access coverage that differ from this subsection or may designate locations where public access coverage is allowed or prohibited. SLR 3.181 is reserved for SLR adopted under this subsection.

(6) 
Public Access Coverage Defined. As used in this rule:


(a) "Public access coverage" means coverage by means of any public access coverage equipment.


(b) "Public access coverage equipment" means any of the following in the possession of persons other than the court or the court's staff: television equipment; still photography equipment; audio, video, or other electronic recording equipment.

(7) 
Equipment and Personnel for Public Access Coverage. The court may limit the location of public access coverage equipment. One pool video camera and one pool still camera and one pool tape recorder shall be permitted.


(a) 
No public access coverage device shall be operated by more than one person.


(b) 
No person shall use public access coverage equipment that interferes or distracts from proceedings in the courtroom.


(c) 
The video camera must be mounted on a tripod or other device or installed in the courtroom. The tripod or other device must not be moved while the proceedings are in session. Video equipment must be screened where practicable or located and operated as directed by the court.


(d) 
No artificial lighting devices of any kind shall be allowed.


(e) 
Any pooling arrangement required by limitations on equipment and personnel imposed by the judge or by this rule must be the sole responsibility of the persons seeking public access coverage, without calling upon the judge to mediate any disputes involved therein.  In the absence of agreement on such issues by persons seeking public access coverage, the judge may exclude any or all public access coverage.

(8) 
Upon request, any person engaging in public access coverage of a court event or in a courtroom, courthouse, its premises, or environs under the control and supervision of the court must provide to the court, without expense, or to any other person, if the requestor pays actual copying expense, a copy of any public access coverage the person performed.

(9) 
A judge may impose other restrictions or limitations necessary to preserve the solemnity, decorum, and dignity of the court and to protect the parties, witnesses, and jurors. A judge may terminate any or all public access coverage at any point upon finding, based on substantial reasons in the record, that this UTCR or other rules imposed by the judge have been violated.

(10) 
Nothing in this rule is intended to limit the court’s contempt powers.

(11) 
Nothing in this rule shall alter or affect the rules of the Supreme Court promulgated under "Video-Trial Project No. 88-38." Under that project, the audio-video coverage constitutes the entire record. In all other courts, the record shall be preserved with court reporters or audiotape. Restrictions on releasing audio-video coverage in courts participating in the Video-Trial Project shall be set forth in separate rules.

6.9 UTCR Chapter 21

CHAPTER 21—FILING AND SERVICE BY ELECTRONIC MEANS
21.010 Definitions

The following definitions apply to this chapter:

(1)
“Conventional filing” means a process where a filer files a paper document with the court.

(2)
“Document” means a pleading, a paper, a motion, a declaration, an application, a request, a brief, a memorandum of law, an exhibit, or other instrument submitted by a filer, including any exhibit or attachment referenced in the instrument. Depending on the context, as used in this chapter, “document” may refer to an instrument in either paper or electronic form.

(3)(2) 
“Electronic filing” means the process where a filer electronically transmits to a court a document in an electronic form to commence an action or to be included in the court files for an action.

(4)(3)
“Electronic filing system” means the system provided by the Oregon Judicial Department for the electronic filing and the electronic service of a document via the Internet. A filer may access the system through the Oregon Judicial Department’s website (http://www.courts.oregon.gov/ojd).

(5)(4)
“Electronic service” means the electronic transmission of a notice of filing or a notice of a scheduled court proceeding by the electronic filing system to the electronic mail (e-mail) address of a party registered as a filer with the electronic filing system. The notice may contain a hyperlink to access a document that is filed electronically for the purpose of effecting service.

(6)(5) 
“Filer” means a person registered with the electronic filing system who submits a document for filing with the court.

(7)(6) 
“Pro se litigant” means a person who by law may appear in an action without a lawyer.
* * * 

21.040 Format of Documents to be Filed Electronically

(1) All documents submitted to the court must be in a text-searchable Portable Document Format (PDF). 

(2) When viewed in an electronic format and when printed, a submitted document must comply with the requirements of ORCP 9 E and UTCR 2.010 except as to any requirement that a document bear a physical signature when filed. 

(3) Submitted documents that do not comply with these provisions may be rejected as provided in UTCR 21.080. 

(4)If the document being efiled is a document submitted under ORCP 55 H(2)(c), the document must be accompanied by a separate page containing the information required by that rule to be on the envelope or wrapper of a conventionally filed document.  
7. PROPOSED  UTCR CHAPTER 22:  ELECTRONIC COURT SYSTEM, REMOTE ELECTRONIC ACCESS
UTCR 22.010.  Purpose; Responsibility for Compliance. 
(1) 
The Oregon Judicial Department (OJD) is establishing an electronic court (eCourt) system that will maintain case records electronically rather than by paper and that will allow access to those case records via remote electronic access (the Internet).  Making case records available via remote electronic access facilitates public access to case records and commensurately increases the risk of disclosure of information that is protected by law, that can be used in identify theft and financial fraud, that can identify children who are involuntarily parties to or the subject of legal proceedings, and that can place at risk the personal safety and liberty of some persons.  The purpose of this rule is to establish procedures for persons and the court to facilitate reasonable access to electronically maintained case records via remote electronic access and, at the same time, avoid disclosure of protected information in those records.
(2) 
A person filing a document with a court is responsible for complying with this chapter to avoid disclosure of protected information to any other person not entitled to view the information via remote electronic access.  A person about whom protected information appears in a case record and who believes that the information is not sufficiently protected against disclosure to a person not entitled to view the information via remove electronic access is responsible for using the procedure provided in this chapter to challenge the manner in which the document was filed or is maintained in the eCourt system.  The trial court administrator should encourage compliance with these rules, but will not review each filed document for compliance nor decline to file any non-compliant document. 
UTCR 22.020.  Effective Dates; Applicability.
(1) 
The eCourt system initially will be operational only in certain circuit courts and for certain types of cases, but eventually will be operational in all circuit courts and all case types. This chapter applies to documents in cases filed in a circuit court after the date the State Court Administrator has given the court written approval to provide remote electronic access to the eCourt system for one or more specific, or all, case types.[
]  The OJD’s website lists the circuit courts and case types approved for public access (http://www.ojd.state.or.us).
(2) 
A court may make documents filed before the State Court Administrator’s approval part of the eCourt system, but the documents will be available to only the court and its personnel, and to the parties as determined by the court on a case by case basis.
(3) 
Notwithstanding that the eCourt system becomes operational in a circuit court and for specified case types, the court will continue to make case records available at the courthouse as if the records were maintained in paper form, such as by providing a computer terminal for viewing case records maintained in electronic form and by providing paper copies on request and upon payment of any applicable fee.
UTCR 22.030.  Definitions Generally.

As used in this chapter:
(1) 
“Attorney” means an attorney of record in a case, including an attorney appearing pro hac vice, and an attorney retained by the Professional Liability Fund in response to a claim relating to a case.
(2) 
“Case” means an action or proceeding.

(3) 
“Case record” means the court file as provided in ORS 7.095, including any documentary exhibits attached to pleadings and motions.  The case record includes:


(a) Any documentary exhibits received at hearing or trial, if made part of the eCourt system as provided in UTCR 22.090; and

(b) The audio or video record of oral proceedings of the court and a written transcript of oral proceedings as provided in UTCR 22.100. 
(4) 
“Initiating document” means a claim in small claims court; a complaint, petition, indictment, information, or other document in circuit court that initiates a case; and a cross-complaint, cross-petition, or other document that adds or seeks to add a person as a party to the case.  “Initiating document” includes an amended initiating document if the amended document adds a new party to the case.  Any initiating document that adds or seeks to add a person as a party, must include in its caption “Adds New Party.”
(5) 
“Professional journalist” means a person regularly engaged, for gain or livelihood, in collecting, photographing, recording, writing, editing, reporting, or publishing news on behalf of a news organization.  “News” means information of public concern relating to local, statewide, national, or worldwide issues or events.  A “news organization” means an organization that, regardless of the medium of publication, on a regular basis publishes, circulates, or otherwise makes available news among the general public, including but not necessarily limited to a newspaper of general circulation, a television or radio station licensed by the Federal Communications Commission, an Internet news service, a news journal or magazine, a news agency, a press association, or a national or international wire service.  A newspaper is of general circulation if it publishes legal notices in the community in which it is distributed. 

(6) 
“Remote electronic access” means access via the Internet by persons other than OJD personnel to case records maintained in the eCourt system.
UTCR 22.040.  Definition of Protected Information.
As used in this rule, “protected information” means:

 (1)
Information and documents 


(a)
that a person has protected under UTCR 2.100, UTCR 2.110, or UTCR 2.130; or

       (b)
that a person is permitted to protect under UTCR 2.100(2)(b)(i), (2)(b)(ii), or (2)(c), but that the person has not protected. 
(2)
Information that can be made confidential under ORS 25.020(8)(d), ORS 109.767(5), ORS 110.375, ORS 192.445, or that is protected by or otherwise exempt from public inspection under other specific state or federal law.
(3) 
Information protected by court order.

(4)    In a civil or criminal case, the name of a juror or grand juror.
(5)    In a criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a criminal case, and in a punitive contempt case, the name of a victim, a juror, or a witness other than a public officer, including a law enforcement officer, in the public officer’s official capacity.
(6) 
In a criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a criminal case, and in a punitive contempt case, personal contact information of the defendant, the victim, or a witness other than a public officer, including a law enforcement officer, in the public officer’s official capacity.  “Personal contact information” means the person’s residential address,[
] telephone number, facsimile transmission number, email address, Internet Protocol address, or other similar means by which a natural person may be contacted personally and directly.  “Personal contact information” excludes court contact information as defined in UTCR 1.110(1).
UTCR 22.050.   Limiting Disclosure of Protected Information.

(1)
Generally.


(a) This rule prescribes the means to limit disclosure, consistent with this chapter, of protected information or documents via remote electronic access. 


(b) Parties should not include protected information in a court document, unless the information is required by law or integral to the document.


(c) Where this rule imposes a document labeling requirement, that requirement is in addition to the document naming requirement of UTCR 2.010(11)(b).

(2)  
Scope.  Subsections (3), (4), (5), and (6) do not apply to:


(a)
Any document in a secure case as defined in UTCR 1.110(8)(a) and (b) or in a contempt case that is related to such a case.

(b) Any filed document in a secure case as defined in UTCR 1.110(8)(c) or in a contempt case that is related to such a case, but subsections (3), (4), (5), and (6) do apply to orders, judgments, and other court-issued documents in secure cases as defined in UTCR 1.110(8)(c).

(c)
Any confidential document as defined in subsection (6) or any sealed document as defined in subsection (7).  

(d)
In a civil case, a signed verdict form. [
]

(e)
Any of the following documents filed in a criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a criminal case, or in a punitive contempt case:



(i)
Search warrants,


(ii)
Subpoenas,


(iii)
Citations,


(iv)
Letters received, and


(v)
Signed verdict forms.

(f)
Any documents retained by a specialty court created under ORS 3.450, including drug courts.
(3) 
Protecting Information About Another Person. A person filing a document containing protected information about another person must use one of the means prescribed in this rule to protect against disclosure of that information through remote electronic access, unless the other person has filed a document containing protectable information without having protected the information under UTCR 2.100, UTCR 2.110, UTCR 2.130, or this subsection.  A person filing a document containing protected information only about the person himself or herself may use one of the prescribed means to protect against disclosure of that information through remote electronic access.

(4) 
Segregated Documents.


(a)
(i) 
Segregation means that protected information is set forth in a document that is separate from the primary document.  The separate document must be labeled “UTCR ch 22 Segregated Document.”


(ii)  A party may refer to protected information in the primary document by referring to a party by that party’s status (for example, child), by use of an assumed name or initials, by truncating numbers, or by any other suitable convention that maintains the readability of the primary document and avoids disclosure of protected information.


(b)
If a person files protected information by a segregated document, as long as the specific protected information remains current, a person need not resubmit the protected information each subsequent time that the already-segregated information otherwise would be submitted in that case. The person should add a written notation to any document subsequently submitted to the effect that the information already has been submitted in the case under this subsection.

(5) 
Redacted Documents.  Redaction means that the person submits two versions of a document: a complete version with no content hidden from view, and a redacted version with protected information hidden from view.  The complete version must be labeled “UTCR ch 22 Complete Version,” and the redacted version must be labeled “UTCR ch 22 Redacted Version.”  Parties are encouraged to use redaction only when filing a segregated document is not practical under the circumstances, for instance, when segregating protected information would render the document difficult to read or comprehend.

(6) 
Confidential Documents. 


(a)
Parties-Only Access Documents.  A parties-only access document is a document to which, by state or federal statute or administrative rule, or court rule or court order, all parties to the case have access but the public and any other authorized user do not.  A party filing a parties-only access document must label the document “UTCR ch 22 Parties-Only -- _________” and identify the authority under which the document is available to only the parties to the case.


(b) Limited-Party-Only Access Document.  A limited-party-only access document is a document to which, by state or federal statute or administrative rule, or court rule or court order, one or more, but fewer than all, parties (or the parties’ respective attorneys of record), have access, and the public does not.  A party filing a document under this subsection must label the document “UTCR ch 22 Limited-Party-Only -- ________” and identify the authority under which the document is available to only one or more, but fewer than all, parties in the case.

(c) Attorney-Only Access Document.  An attorney-only access document is a document to which, by state or federal statute or administrative rule, or court order or court rule, one or more, but fewer than all attorneys of record in the case have access.  A person filing a document under this subsection must label the document “UTCR ch 22 Attorney-Only -- _________”and identify the authority under the document is available to only one or more, but fewer than all, attorneys of record in the case.

(7) 
Sealed Documents.


(a)  A no-access document is a document that, by law or court order, is not available for viewing by any party to the case, any attorney for a party to the case, any other authorized user, or the public.  

(b)
A party may file a no-access document only upon order of the court or in response to a subpoena under ORCP 55 H. A document filed under this subsection must be labeled “No Access -- ________” and identify the law or court order under which the document is not available for viewing by any party or attorney for a party to the case, any authorized user, or the public.

(8) 
Limiting Remote Electronic Access by Court Order. On its own motion or on motion of a party, the court may enter an order limiting remote electronic access to any document.  If the court determines that limited remote electronic access to a document should be available, a person thereafter filing the document must label the document as provided in this rule consistently with the court’s determination. 
UTCR 22.060.  Document Availability Via Remote Electronic Access

(1)
As soon as the court makes a document part of a case record in the eCourt system, the document will become available via remote electronic access to the following users, provided that the user is entitled to remote electronic access to the document under this chapter:

(a) Parties and attorneys of record; and


(b)In a case other than a secure case as defined in UTCR 1.110(8)(a) and (b), and except as provided in paragraphs (b) and (c) of subsection (2) of this rule, 


(i) Oregon State Bar members; and 

(ii) Professional journalists, as that term is defined in this rule.

 (2)(a) In a case other than a secure case as defined in UTCR 8(a) and (b), except as provided in paragraphs (b) and (c) of this subsection, the court will not make the document available via remote electronic access to public users or other authorized users until after expiration of:


(i)  In a non-criminal case or a case not initiated by a violation, thirty days following the date of filing of proof of service of the initiating document on the defendant or, if there is more than one defendant, thirty days following the earlier of the following: the filing of proof of service of the initiating document on all defendants or following the appearance by all defendants, or a combination of proof of service on or appearance by all defendants. 



(ii) In a criminal case or a case initiated by a violation, thirty days following the arraignment or appearance on one or more of the charges contained in the case initiating document or, if no arraignment or first appearance, thirty days following the first scheduled date of arraignment or appearance, or, if more than one defendant, thirty days following the first scheduled date of arraignment or appearance of the first codefendant to be arraigned or to appear. 



(iii)
Fourteen days following the date of filing of proof of service of any document other than an initiating document. 


(iv)Fourteen days following the date of entry of a court-issued document. 

(b) If a party timely seeks relief under UTCR 22.070 during the time periods prescribed in paragraph (a) of this subsection, the document will be made available to only the parties and attorneys of record and will not be made available to public users and other authorized users via remote electronic access until after the request for relief has been resolved. 

(c) Upon motion of a party or on its own motion, and for good cause shown, the court may direct that any document filed by a party in a case in which there are multiple parties be made available to public users or authorized users, or both, via remote electronic access, notwithstanding that the party filing the document has not provided proof of service on all other parties to the case or that not all parties have appeared. 
(3) 
In a secure case as defined in UTCR 1.110(8)(a) and (b), the court will not make any document available to public users via remote electronic access. 
(4) 
In any case other than a secure cases as defined in UTCR 1.110(8)(a) and (b), when a person files an initiating document, the person must accompany the initiating document with a notice in the form prescribed in UTCR Form 22.060.4 informing any other party to the case of the following:


(a)
that documents filed in the case may be available public users via remote electronic access;


(b)
the opportunity of the person to seek relief under UTCR 22.070; and 

(c)
the time within which the request for relief must be filed.  
(5)
When a party files a cross-complaint, cross-petition, or other document that adds a person to the case, the party must provide the notice prescribed in the preceding clause to only a person being added as a party to the case. 
Proposed UTCR Form 22.060.4  --  Notice of Availability of Document on Internet and Opportunity to Object -- UTCR 22.060(4)


NOTICE OF AVAILABILITY OF DOCUMENT ON INTERNET AND OPPORTUNITY TO OBJECT -- UTCR 22.060(4)
The original of this document will be stored in the Oregon Judicial Department’s eCourt system and, under Uniform Trial Court Rule chapter 22, may become available via the Internet to registered users of the eCourt system.  If you believe that making the document available via the Internet to registered users of the eCourt system would disclose protected information about you, you may seek relief from disclosure.  Generally, you have 30 days from the date that this document was served on you to file a motion for relief with the court.  See UTCR 22.040, defining “protected information.”  See UTCR 22.110 for information about who can be a registered user of the eCourt system, and UTCR 22.070 for information about the procedure for seeking relief from disclosure. 
UTCR 22.070.   Confidentiality Requests, Motions, and Determinations. 
(1)
Where protectable information about a person in a document filed with a court has not been protected from disclosure via remote electronic access as provided in this chapter, the administrator, at the request of the person affected by the disclosure, may require the person who filed the document to submit an amended version of the document in a manner that avoids disclosure of protected information, or may restrict access to the document consistent with this chapter.  The action of the administrator requiring a party to submit an amended version of a document under this rule does not affect the validity of the original version of the document, and a party’s submission of the amended version of a document relates back to the date of filing of the original version.

(2) 
A person seeking relief under this rule may use the form substantially like UTCR Form 22.070.2 to present a request under this rule. As provided in UTCR 22.060(3), if a party files a request for relief under this rule within the times specified in UTCR 22.060(2), for the purposes of the eCourt system, the administrator must not make the document available to public users or authorized users via remote electronic access until the request is resolved.

(3) 
A person adversely affected by the administrator’s resolution may request review by the court of the administrator’s decision.  The request must be in the form of a motion filed in the manner prescribed by UTCR 5.020 to 5.050

(4) 
If the court, on motion of a person or on the court’s own motion after giving the person filing a document reasonable notice and opportunity to be heard, determines that a document filed under this chapter does not contain protected information or, if the document contains protected information but was filed in a manner that restricts access to the document via remote electronic access inconsistently with this chapter, the court may direct the administrator to modify, as appropriate, access to the document via the remote electronic access system.  A person seeking relief under this subsection may use the form substantially like UTCR Form 22.070.4 to present the motion.

Proposed UTCR Form 22.070.2 --  Request for Relief From Disclosure of Protected Information – UTCR 22.070(2)
IN THE CIRCUIT COURT OF THE STATE OF OREGON
FOR _________________ COUNTY


_______________ Division - ________________________________________


(court’s address and phone number)

Case Name:


)
CASE NO. _____________________
_________________________
)
Plaintiff/Petitioner Name

)
REQUEST FOR RELIEF FROM 
v.




)
DISCLOSURE OF PROTECTED
 ________________________
)
INFORMATION 
1ST Defendant/Respondent Name
By this form, I request that the court:

__ 
Order the clerk of the court to take such steps as necessary to prevent protected information about me from being made available via the Internet.

__ Order the party who filed the document to refile the document:


□ as a segregated document

□ as a sealed document

□ as a redacted document. 

__ Order other relief as follows: ____________________________________________
___________________________________________________________________

I have completed this form to provide information the court needs to decide this request.  I understand that the court will not automatically grant this request, but will use applicable law to decide the request.  I understand that the request, but not the attached page or pages, will be a public record whether or not the request is granted.
1.
Information about me:


a.
My name: ________________________________________________________

b.
My court contact address: ___________________________________________

c.
My court contact telephone number: ___________________________________

d.
Other court contact information for me: _________________________________


2.
Identifying the information I am seeking to have protected:


a.
Name of person who filed the document containing protected information: 
_______________________________________________________________
b.
Date document submitted: __________________________________________
c.
Name of document: _______________________________________________
d.
General description(s) of information I am requesting not be available by way of 

the Internet: ______________________________________________________
e.
Page(s) and line(s) containing the information: ___________________________

________________________________________________________________
f.
Legal authority by which the information is protected from disclosure: _________

________________________________________________________________


I believe that the document contains protected information within the meaning of UTCR 22.040.  I have identified or described on the attached page or pages the specific information that I believe is protected information.  

3.
Conforming additional requirements completed:

a.
(Initial to conform; insert “NA” if not applicable) ____ If this document was prepared by someone who is not an attorney, I have attached a completed document preparation certification that applies to both this motion and the attached form as required by UTCR 2.010(7).

b.
(Initial to conform) ____ I have mailed or delivered copies of this motion to the following persons required by UTCR 2.080 (list names): ____________________
________________________________________________________________

c.
(Initial to conform) ____ I understand that I will be responsible for any costs resulting from the court responding to this request except those costs for which I have obtained a waiver, and will advance money to cover those costs if requested by the court.

I hereby declare that the above statement is true to the best of my knowledge and belief, and that I understand it is made for use as evidence in court and is subject to penalty for perjury.

Date ________________________
Signature ____________________________
OSB# (if applicable) ___________
Type or print name _____________________

For Court Use:

It is ordered as follows

__
The motion is denied.

__ 
The motion is granted and:


__
The clerk of the court shall take the following steps to prevent protected 
information from being available via the Internet: ________________________

_______________________________________________________________

__ 
The party who filed the document shall refile the document:



□ as a segregated document


□ as a sealed document


□ as a redacted document. 


__ 
Other relief is ordered as follows: ____________________________________

_______________________________________________________________

Date: _________________________

________________________________






Judge

Proposed UTCR Form 22.070.4 --
Motion To Compel Making Document Available Via the Internet  – UTCR 22.070(4)
IN THE CIRCUIT COURT OF THE STATE OF OREGON
FOR _________________ COUNTY


_______________ Division - ________________________________________


(court’s address and phone number)

Case Name:


)
CASE NO. _____________________
_________________________
)
Plaintiff/Petitioner Name

)
MOTION TO COMPEL MAKING 

v.

)
DOCUMENT AVAILABLE _________________________
)
VIA THE INTERNET 
1ST Defendant/Respondent Name
By this form, I request that the court:

__ 
Order the clerk of the court to take such steps as necessary to make a document available or more fully available via the Internet.

__ Order the party who filed the document to refile the document:

□ as an unsegregated document
□ as an unredacted document 
□ as an unsealed document.

__ Order other relief as follows: ____________________________________________
___________________________________________________________________

I have completed this form to provide information the court needs to decide this request.  I understand that the court will not automatically grant this request, but will use applicable law to decide the request.  I understand that the request, but not the attached page or pages, will be a public record whether or not the request is granted.
1.
Information about me:


a.
My name: ________________________________________________________

b.
My court contact address: ___________________________________________

c.
My court contact telephone number: ___________________________________

d.
Other court contact information for me: _________________________________


2.
Identifying the information I am seeking to have disclosed:


a.
Name of person who filed the document: 
_______________________________________________________________
b.
Date document submitted: __________________________________________
c.
Name of document: _______________________________________________
d.
General description(s) of information I am requesting be available via the 

Internet: ______________________________________________________
e.
Page(s) and line(s) containing the information: ___________________________

________________________________________________________________


I believe that the document does not contain protected information within the meaning of UTCR 22.110 or that the document was filed in a way that unnecessarily hides unprotected information from disclosure via the Internet.  I have identified or described on the attached page or pages the specific information that I believe is unnecessarily protected.  

3.
Conforming additional requirements completed:

a.
(Initial to conform; insert “NA” if not applicable) ____ If this document was prepared by someone who is not an attorney, I have attached a completed document preparation certification that applies to both this motion and the attached form as required by UTCR 2.010(7).

b.
(Initial to conform) ____ I have mailed or delivered copies of this motion to the following persons required by UTCR 2.080 (list names): ____________________
________________________________________________________________

c.
(Initial to conform) ____ I understand that I will be responsible for any costs resulting from the court responding to this request except those costs for which I have obtained a waiver, and will advance money to cover those costs if requested by the court.

I hereby declare that the above statement is true to the best of my knowledge and belief, and that I understand it is made for use as evidence in court and is subject to penalty for perjury.

Date ________________________
Signature ____________________________
OSB# (if applicable) ___________
Type or print name _____________________


For Court Use:

It is ordered as follows

__
The motion is denied.

__ 
The motion is granted and:


__
The clerk of the court shall take the following to make the document available 
or more fully available via the Internet: ________________________________

_______________________________________________________________

__ 
The party who filed the document shall refile the document:



□ as a segregated document


□ as a redacted document. 


__ 
Other relief is ordered as follows: ____________________________________

_______________________________________________________________

Date: _________________________

________________________________






Judge

UTCR 22.080.  Protected Information in Court-Issued Documents.

(1) 
As used in this rule, a “party-prepared document” means any document, including a form of order or judgment, prepared by a party or an attorney for signature by a judge or court clerk, and a “court-generated document” means a document prepared by a judge or the court.  “Court-issued documents” include both party-prepared documents and court-generated documents, signed and issued by a judge or court clerk. 

(2) 
The court is responsible to ensure that any court-generated notice, letter opinion, order, judgment or other writing does not make protected information available via remote electronic access to a person not entitled under this chapter to access the information remotely.

(3) 
In a case other than a secure case as defined in UTCR 1.110(8)(a) and (b), or in a contempt case related to such a case, if a party-prepared document will contain protected information, including a form of order or judgment, the document must be prepared as a primary document and a segregated document, or as a redacted version and a complete version, to ensure that the version of the order or judgment does not make protected information available via remote electronic access to a person not so entitled under this rule. 
(4)  
Preparation of a form of order or judgment to which a court’s opinion letter containing protected information is attached is discouraged.  However, if a form of order or judgment is prepared with an opinion letter containing protected information appended to it, the form of order or judgment must be prepared as provided in UTCR 22.050(4), including identifying the opinion letter as a segregated document as provided in UTCR 22.050(4). 
(5)
Any form of order or judgment that includes the following material must be prepared so that the following material is set out as a segregated document or is included in the complete version of a redacted document as provided in UTCR 22.050(4) or (5):

(a) In a criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a criminal case, or a punitive contempt case, any no-contact provision.


(b)
In a domestic relations case, any parenting plan.

(c)
In a domestic relations case, any Division of Child Support Worksheet or Health Division form.

(6)   
A person adversely affected by a disclosure inconsistently with this chapter of protected information in a court-issued document may file a request with the court to take measures as necessary to avoid the disclosure.  A person seeking relief under this paragraph may use the form substantially like UTCR Form 22.080.5 to present the request. 

Proposed UTCR Form 22.080.5 -- 
Objection to Form of Order or Judgment – Disclosure of Protected Information – UTCR 22.080(5)
IN THE CIRCUIT COURT OF THE STATE OF OREGON
FOR _________________ COUNTY


_______________ Division - ________________________________________


(court’s address and phone number)

Case Name:


)
CASE NO. _____________________
_________________________
)
Plaintiff/Petitioner Name

)
OBJECTION TO FORM OF ORDER OR

v.

)
JUDGMENT -- DISCLOSURE OF 
 ________________________
)
PROTECTED INFORMATION 
1ST Defendant/Respondent Name
By this form, I request that the court:

__ 
Direct the party who prepared the form of order or judgment to amend the form as necessary to prevent protected information about me from being made available via remote electronic access.

__ If the court prepared the form of order or judgment, amend the order or judgment to prevent protected information about me from being made available via remote electronic access.

__ Order other relief as follows: ____________________________________________
___________________________________________________________________

I have completed this form to provide information the court needs to decide this request.  I understand that the court will not automatically grant this request, but will use applicable law to decide the request.  I understand that the request will be available to the public whether or not the request is granted, unless the court orders otherwise.
1.
Information about me:


a.
My name: ________________________________________________________

b.
My court contact address: ___________________________________________

c.
My court contact telephone number: ___________________________________

d.
Other court contact information for me: _________________________________


2.
Identifying the information I am seeking to have protected:


a.
Name of person who filed the document containing protected information: 
_______________________________________________________________
b.
Date document submitted: __________________________________________
c.
Name of document: _______________________________________________
d.
General description(s) of information I am requesting not be available via remote 
electronic access: _________________________________________________
e.
Page(s) and line(s) containing the information: ___________________________

________________________________________________________________
f.
Legal authority by which the information is protected from disclosure: _________

________________________________________________________________


I believe that the order or judgment contains protected information within the meaning of UTCR 22.040.  I have identified or described on the attached page or pages the specific information that I believe is protected information.  

3.
Conforming additional requirements completed:

a.
(Initial to conform; insert “NA” if not applicable) ____ If this document was prepared by someone who is not an attorney, I have attached a completed document preparation certification that applies to both this motion and the attached form as required by UTCR 2.010(7).

b.
(Initial to conform) ____ I have mailed or delivered copies of this motion to the following persons required by UTCR 2.080 (list names): ____________________
________________________________________________________________

c.
(Initial to conform) ____ I understand that I will be responsible for any costs resulting from the court responding to this request except those costs for which I have obtained a waiver, and will advance money to cover those costs if requested by the court.

I hereby declare that the above statement is true to the best of my knowledge and belief, and that I understand it is made for use as evidence in court and is subject to penalty for perjury.

Date ________________________
Signature ____________________________
OSB# (if applicable) ___________
Type or print name _____________________

For Court Use:

It is ordered as follows

__
The motion is denied.

__ 
The motion is granted and:


__
The court will prepare a new form of order or judgment in a form that prevent 
protected information about me from being made available via remote 
electronic access.


__ 
The party who prepared the form of order or judgment must refile it in a form as 
necessary to prevent protected information about me from being made 
available via remote electronic access.


__ 
Other relief is ordered as follows: ____________________________________

_______________________________________________________________

Date: _________________________

________________________________






Judge

UTCR 22.090.   Hearing/Trial Exhibits.
The court may scan exhibits that are documents offered and received by the court, or offered as an offer of proof, at a hearing or trial, and make such exhibits part of the eCourt  system.  The court may arrange with the parties to submit exhibits that are documents in digital form, provided that the form of submission allows the exhibits to become part of the eCourt system.  Except as to limited-party-only access, attorney-only access, and no access documents subject to UTCR 22.050(5)(b) and (c) and (6), the parties and the attorneys of record to the case will have access to any exhibits maintained in the eCourt system via remote electronic access, but public users or other authorized users will not have such access, unless the court orders otherwise. 
UTCR 22.100.   Record of Oral Proceedings.

(1)
A court may retain audio and visual recordings of court proceedings pursuant to ORS 8.340 as part of the eCourt system.  If a court retains an audio or visual recording of a court proceeding as part of the eCourt system:


(a)
The parties to a case may, via remote electronic access, listen to, view, copy, or download the audio or video record of a court proceeding, unless the court orders otherwise and except as provided in paragraph (c) of this subsection. 

(b)
Except in a secure case as defined in UTCR 1.110(8) or a secure proceeding as defined in 1.110(9), any authorized user may, via remote electronic access, listen to, view, copy, or download the audio or video record of a court proceeding, unless the court orders otherwise. 


(c)
In an adoption case, no party, attorney, or other authorized user may, via remote electronic access, listen to, view, copy, or download the audio or video record of a court proceeding, unless the court orders otherwise.
(2)
If the transcript of a court proceeding is prepared and filed with the court, the transcript will be maintained as part of the eCourt system and will be available via remote electronic access as follows:

(a)    Except as provided in paragraphs (d) and (e) of this subsection, the transcript will be available via remote electronic access to the parties in the case.

(b)
Except as provided in subsection (c) of this section, the transcript will be available via remote electronic access to any Oregon State Bar authorized user, but not to public users or any other authorized user, unless the court orders otherwise.


(c)
In any secure case as defined in UTCR 1.110(8) or in any secure proceeding as defined in 1.110(9), the transcript will not be available via remote electronic access to public users or any authorized user, unless the court orders otherwise.

(d)
In an adoption case, the transcript will not be available via remote electronic access to the parties in the case, unless the court orders otherwise.


(e)
In a civil commitment case, the transcript will not be available via remote electronic access post-judgment to any party other than the person who is the subject of the commitment proceeding, unless the court orders otherwise.
UTCR 22.110.  System Users

A system user is a person who has registered for remote electronic access to case record maintained in the eCourt system, as follows:

(1) 
Public user.  Any person may register for access to any case record document that, by law, including this chapter, is available to the general public through remote electronic access.

(2) 
Party to Case.  Regardless of whether the party is represented by an attorney, a party to a case may register for access to any case record document in the case that is available to a public user as well as any parties-only access document and any limited-party-only access document, as defined in UTCR 22.050 (5)(a) and  (b), to which the party is entitled to have access.

(3)
Attorneys of Record.  An attorney of record may register for access to the same documents that are available to the party the attorney represents in a case and, in addition, any attorney-only access document that is available to only the attorneys of record for the party the attorney represents in a case.

(4)  
Authorized Users.  A person or a person on behalf of a governmental agency or a business entity, who is not a party to a case but who has a legitimate business need for remote electronic access to case records may register, as follows:

(a) 
Any active member of the Oregon State Bar who is authorized to practice law, and any lawyer admitted to the practice of law pro hac vice during the period of the lawyer’s temporary admission.

(b) 
An attorney acting at the request of the Professional Liability Fund in response to a claim in a case.


(c) 
An employee of a governmental agency whose function requires access to case records, including but not limited to the Motor Vehicle Division, the Child Support Division, the Mental Health Division, the Oregon Youth Authority, and the Department of Human Services.


(d) 
In a criminal case, including a habeas corpus or post-conviction proceeding, or in a punitive contempt case, an employee of the Department of Corrections, the Board of Parole and Post-Prison Supervision, the Department of State Police, a county sheriff’s office, or a municipal police department.


(e)  
In a civil or criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a civil or criminal case, or in a contempt case, a private investigator licensed by the Department of Public Safety Standards and Training.

(f)
In a civil or criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a civil or criminal case, or in a contempt case, a professional journalist, as defined in UTCR 22.030(5).


(g) 
Persons authorized by ORS 3.450 to have access to drug court program records.


(i) 
Any other person or person on behalf of an entity as approved by the State Court Administrator, but only to the extent that the person demonstrates a legitimate business need for remote electronic access. 
 (5) 
Registration.  A system user must complete a registration form to request a login for access to the eCourt system and sign a system user agreement.  The system user must provide information sufficient to establish the user’s technical capacity to access the eCourt system.  On receipt of the required information, the State Court Administrator will send notice to the system user of registration status.  If the system user is approved to access the eCourt system, the system user will be assigned a login.

(6) 
User Agreements; Conditions of Authorized Use.

(a)  
The State Court Administrator shall have the authority to adopt and modify system user agreements.  


(b) 
In addition to other terms and conditions the State Court Administrator may include in a user agreement, each system user agrees to, and must:


(i) 
Comply with the terms and conditions when using the eCourt system;


(ii) 
Maintain one or more operative email addresses at which the system user can be contacted; and 


(iii) 
Furnish required information for billing for access to the eCourt system.

(7) 
The State Court Administrator may suspend a system user’s access to the eCourt system if the Administrator becomes aware of the user’s misuse of the eCourt system, including, but not necessarily limited to, unauthorized disclosure of protected information.

UTCR 22.120.   Viewing Case Records Via Remote Electronic Access.

(1) 
Public Views.


(a) 
Basic Public View. Except in a secure case as defined in UTCR 1.110(8)(a) and (b), any person, without registering as a system user, may view via remote electronic access the case title, the case number, the next scheduled hearing, trial, or settlement conference in the case, if any, and, if the court has imposed a financial obligation in favor of the State of Oregon, the amount of the financial obligation owing at that time. [Placeholder Note:  This view may be unnecessary, as may be replaced by epayment system and calendar views through the web portal, to be determined.]

(b) 
Registered Public User View.   Any person who has registered for remote electronic access may view all documents in the case record of any case except:

(i)  
In a secure case under UTCR 1.110(8)(a) or (b), or in a contempt case related to such a case, the entire case record.


(ii)
In a secure case under UTCR 1.110(8)(c), or in a contempt case related to such a case, documents filed with the court by parties or nonparties, but not including orders, judgments, and other court-issued documents.

(iii)
In a case other than a secure case, any document labeled “UTCR ch 22 Segregated Document,” “UTCR ch 22 Complete Version,” “UTCR ch 22 Parties-Only -- __________,” “UTCR ch 22 Limited-Party-Only -- __________,” “UTCR ch 22 Attorney-Only -- ________,” “or “No Access Document -- _______”. 

(iv)
In a civil case, signed verdict forms. [
]

(v)
In a criminal case, including a post-conviction proceeding or a habeas corpus proceeding related to a criminal case, or in a punitive contempt case, search warrants, subpoenas, citations, letters received by the court, and signed verdict forms filed with the court; orders containing no-contact provisions; release agreements; and segregated pages or the complete version of orders and judgments containing no-contact provisions.

(vi)
In a criminal case, the case record in any case in which any charge or record of arrest has been set aside.


(vii)
In a domestic relations case, no-contact orders, parenting plans segregated from court orders or judgments, and Division of Child Support Worksheets and Health Division forms segregated from court judgments.

(viii) In a juvenile delinquency case, the case record in any case in which any allegation or record of arrest has been expunged.


(ix)
In a probate case, no-contact orders.


(x)
In any case sealed by statute, rule, or court order, the entire case record.

(2) 
Parties-Only View. Any party of record to a case who has registered for remote electronic access has access to the same information and documents as a registered public viewer and, in addition, has access to all documents in the party’s case except:


(a) 
Any document labeled “UTCR ch 22 Limited-Party-Only -- __________” for another party, “UTCR ch 22 Attorney-Only --  ________,” or “No Access -- _______.”


(b) 
In an adoption case subject to ORS 7.211, the entire case record.

(c)
In a juvenile case subject to ORS chapters 419A, 419B, or 419C, the entire case record, except that the lawyers of record for all parties, agencies designated as parties on the case, any Court Appointed Special Advocate appointed to the case, and any Tribal representative on the case may have remote electronic access to the case record.  

(d)
In a civil commitment case subject to ORS chapters 426 and 427, the entire case record post-judgment.


(e)
Any documents retained by a specialty court created under ORS 3.450, including drug courts, unless the trial court or Trial Court Administrator has approved remote electronic access by the party to those documents.

(f)
In any case sealed by statute, rule, or court order, the entire case record.

(3) 
Limited-Party-Only View.  Any party to a case who has registered for remote electronic access has access to the same information and documents as a Parties-Only viewer and, in addition, has access to any document labeled “Limited-Party-Only -- __________” for that party.

(a)
In a civil commitment case subject to ORS chapters 426 and 427, Limited Party-Only View includes the entire case record post-judgment, for the defendant and the defendant’s lawyer of record.

(4) 
Attorney-Only View.  Any attorney for a party in a case, which attorney has registered for remote electronic access, has access to the same information and documents as a Parties-Only viewer and, in addition, has access to any document labeled “Limited-Party-Only --  __________” for the party the attorney represents and any document labeled “UTCR ch 22 Attorney-Only -- ________” for that attorney.  
(5) 
A person, including the attorney for the person, moving to intervene in a case may not have remote electronic access as a party or as attorney for a party until after the court grants the motion to intervene.   In a juvenile case, an intervenor with rights of limited participation under ORS 419B.116(7) does not qualify as a party for purposes of this rule.
(6) 
Authorized User Views.


(a) 
Oregon State Bar Member View.  Any Oregon State Bar member registered user has remote electronic access to the same information and documents as a registered public viewer, and, in addition, has access to documents filed by parties and nonparties in secure cases under UTCR 11.110(8)(c) and, in any case except a secure case as defined in UTCR 1.110(8)(a) and (b), has access to a segregated document or the complete version of a redacted document under UTCR 22.050(3), but Oregon State Bar Member View does not include access to:


(i)
A parties-only access document, a limited party access document, an attorney-only document, a no-access document, or a document protected by court order, all as defined in UTCR 22.050(5), (6), (7), and (8).

(ii)
In a secure case under UTCR 1.110(8)(a) or (b), or in a contempt case related to such a case, the entire case record.

(iii)
in a case other than a secure case under UTCR 1.110(8)(a) or (b), a document protected against remote electronic access by the federal Violence Against Women Act, including any order or judgment containing no-contact provisions.

(iv)
In a criminal case, the case record in any case in any charge or record of arrest has been set aside.[
]

(v)
In a domestic relations case, documents filed under UTCR 8.010(3), (4), (5), and (6), and Division of Child Support Worksheets segregated from court judgments.


(vi)
In a proceeding in a specialty court created under ORS 3.450, including drug courts, all documents in the proceeding. 

(viii)
In any case sealed by statute, rule, or court order, the entire case record. 

(b)  
Any authorized user other than an Oregon State Bar member may have remote electronic access to the same documents as an Oregon State Bar authorized user, to the extent provided in the authorized user’s agreement with the OJD and also as provided below:



(i)
In a criminal case, including a post-conviction or habeas corpus proceeding related to a criminal case, or a punitive contempt case, the Department of Corrections, the Board of Parole and Post-Prison Supervision, and public law enforcement agencies may view the case record and documents in a secure case under UTCR 1.110(8)(b), orders containing no-contact provisions, release agreements, segregated pages and the complete version of redacted judgments containing no-contact provisions.[
]  


(ii)
In a domestic relations support enforcement proceeding, the Child Support Division may view segregated pages of a Confidential Information Form (CIF) filed under UTCR 2.130, documents filed under UTCR 8.010(3) through (6), a segregated parenting plan document, Division of Child Support Worksheets, and Claim of Risk documents filed under ORS 25.020(8)(3).



(iii)
In a juvenile dependency case involving a support enforcement proceeding, the Child Support Division may view the case records and the documents identified in (b)(ii) in addition to support orders in the court legal file.



(iv)
In a juvenile dependency case[
], the Oregon Youth Authority may view the entire case record in cases in which it is an agency of record.


(v)
 In a proceeding in a specialty court created under ORS 3.450, including drug courts, any member of the treatment team may view documents in the file, provided that the trial court or Trial Court Administrator has approved remote electronic access by the treatment team member.

3.  Decisions and Actions
3.1
Overview

By the signature of the Chair, the Law and Policy Work Group indicates approval of the proposal. 

3.2
Action Taken

	
	Action Taken

	X FORMCHECKBOX 

	Approved – move forward as presented.

	 FORMCHECKBOX 

	Approved with minor changes – approved without additional review, assuming minor changes are made

	 FORMCHECKBOX 

	Change – make requested changes with another review for approval

	 FORMCHECKBOX 

	Hold – hold work on this request; to be reviewed again later

	 FORMCHECKBOX 

	Denied – request denied


3.3
Approving Authorities


         Lisa J. Norris-Lampe, Chair, Law and Policy Work Group, /s/, 9/1/10
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ATTENTION COURT STAFF:  THIS IS A RESTRICTED-ACCESS DOCUMENT.








NOTE TO COURT STAFF:  Unless ordered or authorized under UTCR 2.130, this Confidential Information Form is not available to the opposing party or his/her attorney, or to the public; except for the state.








NOTICE:  Confidential Information Form Has Been Filed 


Uniform Trial Court Rule (UTCR) 2.130 requires that parties to domestic relations cases place certain information about themselves and other parties in a CIF when such information is required in a document filed with the court. 


The CIF is not available for public inspection except as authorized by law.


Parties are allowed to see a CIF that contains information about them.  


A party who wants to see a CIF that contains information about another party must ask for permission from the court or the other party by following the procedures set out in UTCR 2.130.




















Chair, LPWG 





Date








� 	Work accomplished in 2008 included drafting Uniform Trial Court Rule chapter 21 (eFiling); drafting data-entry standards; drafting general document classification standards; and making recommendations on user registration and authentication of identity.





� 	The LPWG remote electronic access recommendations are the central focus of this document.  As set out in the “Definitions of Note” section, “remote electronic access” means remote access by external-to-OJD users to electronic case file documents maintained in the OJD statewide eCourt system.  Access is facilitated via Internet access, but system registration with OJD would be required.  Remote electronic access is contrasted against “over-the-counter access,” which means in-person access to a case file by requesting the file from court staff.  In the future, over-the-counter access will be facilitated by courthouse terminal view of the electronic case documents that are available “over-the-counter” to the public.  That type of access, even in an electronic court environment, must include access to any document that is not subject to an over-the-counter restriction -- stated differently, any document that the public currently may access at the counter in a paper file should display on a public courthouse terminal.  





� 	The Task Force distributed the August 2009 Law and Policy Work Group materials to the chairs of the Business Law, Business Litigation, Computer and Internet Law, Juvenile Law, Family Law, Estate Planning and Administration, and Criminal Law Sections, as well as the chairs of the Procedure and Practice and Judicial Administration Committees, the Bar Press Broadcasters Council, and the Professional Liability Fund.


� 	The introduction of courthouse terminals must include planning for electronic case file viewing by parties and lawyers of record, as to confidential documents that only case participants may access, in addition to the public.





� 	Draft UTCR chapter 22 also includes a concept of “Basic Public View,” which would permit free, Internet-based access to a limited view of the case register (next scheduled event and amounts owing to the State of Oregon), but no document access.  





� 	The federal Violence Against Women Act (VAWA), 18 USC § 2265(d)(3), imposes broad restrictions on states regarding the availability of certain information in cases involving protective orders over the Internet, even if that information is available to the public over-the-counter.  The LPWG has determined that the new SSP solution must comply with the essential requirements of VAWA– that is:





	“A State, Indian tribe, or territory shall not make available publicly on the Internet any information regarding the registration, filing of a petition for, or issuance of a protection order, restraining order or injunction in either the issuing or enforcing State, tribal or territorial jurisdiction, if such publication would be likely to publicly reveal the identity or location of the party protected under such order.  A state, Indian tribe, or territory may share court-generated and law enforcement-generated information contained in secure, governmental registries for protection order enforcement purposes.”





18 USC § 2265(d)(3) (emphasis added).  Compliance with VAWA will result in certain documents and certain case types being available to the public at the courthouse, but not through remote electronic access (for example, restraining/protective order and stalking order proceedings).  Restrictions similarly would apply to online viewing of case registers in cases subject to VAWA.  


� 	UTCR 22.050(7) defines a “sealed” document, for purposes of the use of that term in UTCR chapter 22, as a “no-access document,” that is, “a document that, by law or court order, is not available for viewing by any party to the case, any attorney for a party to the case, any other authorized user, or the public.”  The substantive law group recommendations in Part 3 often refer to “sealed” documents; however, those references are not always to “no-access” documents (just as current statutory provisions may use the term “sealed” to refer to either no-access or limited-party-access documents).  Part 3 provides sufficient contextual information for the implications of “sealed” documents in different case types, in relation to over-the-counter and remote electronic access restrictions.





� 	The Tax Group recommendations differed slightly, in that OSB Members or other Authorized Users would not be permitted to view UTCR chapter 22 segregated documents/complete versions of redacted documents via remote electronic access.  As a result of that recommendation, filers in Tax cases also would be required to comply with the redaction-segregation requirements to prevent broad disclosure of protected information.  As noted, the Tax Group access recommendations are not incorporated into draft UTCR chapter 22.





	As noted in the Domestic Relations recommendations, Part 3, some members of the Domestic Relations Group -- who also were part of the LPWG -- dissented from the decision to make party- and third-party-filed documents available to OSB Members in Domestic Relations cases.





� 	For example, use of truncated numbers (social security, driver license, bank account, etc.) would be acceptable and would eliminate the need for redaction or segregation of full numbers, unless the full number is required based on the nature of the filing.


� 	The Tax Group recommendations were similar (with similar underlying rationales), although the group recommended that the UTCR chapter 22 redaction-segregation rules apply, and that segregated/complete-version documents then be made available to only parties and lawyers of record, but not OSB Members or other Authorized Users.





� 	Examples include: (1) in Domestic Relations cases, unsubstantiated partisan allegations or information that threatens the financial integrity or physical safety of individuals, including children; (2) in Probate cases, medical, mental health, and competency information; and, (3) in Tax cases, information about a taxpayer’s wealth, income, assets, liabilities, and business activities.  In the view of all three groups -- and, ultimately, the LPWG -- the fact that such information may be necessary for the resolution of a “public,” open-court dispute does not justify OJD making the information broadly available in electronic form through remote electronic access to court documents, thereby subjecting the information to even greater electronic dissemination and possible abuse by any Registered Public View system user.





� 	The decision regarding returns of service was revisited in September 2011, and returns of service now would be available to all registered users.  The updated UTCR chapter 22 in version 1.3 of this document reflects that change.





	The Civil Group’s recommendations did not specifically address the extent to which certain private entities, such as title and collections companies, may be entitled to view protected information that has been redacted or segregated under UTCR chapter 22, for the purpose of protecting that information from broad public electronic dissemination (stated differently, the extent to which such users should qualify as “authorized users” under UTCR chapter 22).  The draft chapter 22 contemplates that such a user may request “authorized user” status from the State Court Administrator, based on legitimate business need to view protected information that has been redacted or segregated under UTCR chapter 22.


� 	UTCR 2.130 does not apply to EPPDAPA or stalking order protective proceedings.





� 	Citing largely the same concerns set out in the justification statement, and concerns relating to broad electronic disclosure of case information to system users, several members of the Domestic Relations Group were of the view that remote electronic access to party- and third-party filed documents should be limited to parties and lawyers of record only.


� 	Upon further consideration as part of the social file discussion, two members of the LPWG now dissent from the original recommendation that remote electronic access not be available to individual parties such as parents, guardians, child, youth, youth offender, etc.  Based on the delineation of the types of materials contained in the court legal file as compared to the court social file, and consistently with ORS 419A.255(1), those two members would recommend “read only” remote electronic access for such individual parties, respecting materials in the court legal file.





� 	Attorney Margaret Olney, formerly an Assistant Attorney General at the Oregon Department of Justice, also served on the committee through March 2010.





� 	Regarding social file materials, the Juvenile Social File Group used the more generic word “submitted” instead of “filed,” in light of a unique feature of juvenile court case records:  the statutory scheme contemplates that juvenile courts will receive “reports and other material relating to the child, ward, youth or youth offender’s history and prognosis” that do not become part of the court’s “legal” file.  That is, under ORS 419A.255(2), juvenile courts are required to receive and maintain a host of materials that, under ORS 7.090 as to all other case types, typically would not be included in a case file (contrasted against pleadings, motions, orders, and the like).





� 	Regarding intervenors, the Juvenile Social File Group has included a supplemental recommendation in Appendix B requesting clarification as to intervenors with limited participation rights under ORS 419B.116(7).


 


� 	As to CASAs, the recommendation has two parts:  (1) A recommendation to the Oregon Law Commission that, in working to clarify the statutory access provisions of ORS 419A.255(2), CASAs be added to the list of case participants who may view social file materials, given their appointment by the court, unique relationship to the case, and obligations under oath; and (2) Assuming that CASAs are expressly included as participants who may view social file materials, permit CASAs to view those materials through remote electronic access.  The LPWG amended that recommendation to include a referral to the Oregon Law Commission regarding whether Tribal Representatives also should be permitted access to social file materials to the same extent as lawyers of record.





� 	The Honorable Rebecca Orf, former judge and OJD Juvenile Law Staff Counsel, served as cochair until her retirement in December 2010.


� 	That approach is different from those set out in the Domestic Relations and Probate recommendations, which recommended a similar dual approach to remote electronic access.  In both those case types, the LPWG approved making chapter 22 protected information available to OSB Members; as a result, redaction/segregation under UTCR chapter 22 is not required for party-/third-party-filed documents in those types of cases.





� 	Delay also resulted from the time required to execute the contract with Tyler and the conclusion of the 2011 legislative session.


� 	Additional proposed amendments to UTCR chapter 21, the eFiling chapter, also may be forthcoming, as OJD gains a greater understanding of the new system’s eFiling functionality.


 


� 	Note:  Second sentence added to version 1.2 of this document (inadvertent omission from version 1.1).


� 	Please note that conversations with the vendor suggest that the “document filed date,” rather than the “case filed date,” may be a more workable trigger for availability of case documents through remote electronic access.  That question will be on a future Law and Policy agenda.


� 	Note:  Version 1.1 of this document inadvertently omitted “residential address” from this provision.


 


� 	Note:  Version 1.1 of this document included returns of service, in addition to signed verdict forms, under 22.050(2)(d).  Returns of service have now been omitted, based on further Law & Policy discussion and vote at a meeting on September 7, 2011.  


� 	Note:  Version 1.1 of this document included returns of service, in addition to signed verdict forms, under 22.120(1)(b)(iv).  Returns of service have now been omitted, based on further Law & Policy discussion and vote at a meeting on September 7, 2011.  


� 	Note/Update from Version 1.1:  The Law and Policy Work Group notes as a point of information that the Oregon Legislative Assembly formed an interim group that is reviewing the set-aside and expunction statutory schemes and may make recommendations at a future session.  The Work Group concurs that the statutes require review and clarity.


� 	Note:  Version 1.1 of this document inadvertently also included in this described permission the case record in a case in which any charge or record of arrest has been set aside.  At a meeting on September 7, 2011, the Law & Policy Work Group confirmed that such access should be permitted to only parties and lawyers of record.





� 	Note:  The Oregon Youth Authority (OYA)  may be designated as a party in delinquency cases, which is encompassed in UTCR 22.120(2)(c) (“agencies designated as parties on the case”); OYA also has statutory authority to inspect and copy materials in a dependency case file, the same as an attorney of record (although not an agency-party on the case).)
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